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related to ELT(DT) and SGB processing
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Quick Reference Guide to Version 5.0 Changes

Section Principal Change

3239 UPDATE: The best new solution is sent for an ELT(DT) every 10 minutes
UPDATE: Subsequent MEOSAR alert from a single satellite and burst provides

3.2.7 corroboration if at least one alert was from a MEOLUT that does not receive antenna
data from any other MEOLUT

33.1 NEW: Information for new MIDs allocated for EPIRBs in RCC messages

13 NEW: Message statement added indicating IHDB records found for activated

- beacons

3.4 UPDATE: Empty beacon registration fields may be excluded from the RCC message

6.2.7 NEW: Information for new MIDs allocated for EPIRBs in SPOC messages

Annex 3 | UPDATE: Identify FGB ELT(DT) and SGB capable MCCs

il




RCC Messages Manual, Version 5.0
TABLE OF CONTENTS

I INTRODUGCTION ..ottt ete sttt ettt et estte bt estesae e teeseesseenseesaesseensesnsasseensesnsesseensesneesseensas 1-1
1.1 OVETVIEW Of COSPAS-SATSAL.....cccviiieiiieeiiieeeiieerteeesteesiteeeteeesaeeessseeessseeensseessseessseessseeesseens 1-1
1.2 DOCUMENE ODJECHIVE ....eiiiiieeiiiecciiieeiee ettt e e e et e e st e e steeesstaeessaeeesseeessseesssaeesnseeesnseeennses 1-1
1.3 Reference DOCUMENLS .......ccc.eiiiiiiiiiiiiieeeee ettt ettt e eas 1-2

2 SUMMARY OF MESSAGES ... .o oottt ettt st 2-1
2.1 ALCTt MESSAZE OVETVIEW ...eeevvieiiiieeiiieeiiieeeitteeeitteestteesseeessseeessseeessseeensseeasseesssseessseesseesnnnes 2-1

2,11 ALCTE MESSAZE TYPS..eieurieiieeiiieitieeieeteeeteesteesteeteessreesseesaseesseessseesaessseesseessseensaessseenseensns 2-2
2.1.2  Alert MESSAZE SIIUCTUIES .....eeiuvieiieeeieeiieeteeiteeeteesteesereesseesseeseessseesaessseesseessseenseessseesseenses 2-6
2.1.3 406 MHz Beacon MesSage OVEIVIEW .........cevuieriieriienieeniienieetiesreenseessseeseessseeseessseesseennns 2-6
2.1.4  Alert Messages with an Unreliable 406 MHz Beacon Message..........ccovvevveriereenieeienneenn 2-7
2.1.5  Alert Messages fOor SSAS BEACONS .....c..eeiuiiiiiiiiiieiiecie ettt ettt 2-8
2.1.6  Alert Messages Sent During USMCC Backup ........ccccueeiieiiieniieniieiiecieeeece e 2-8
2.1.7  Nationally Defined Alert Messages Designed for Automated Processing ........................ 2-11
2.1.8  Messages Sent to the Location of Aircraft in Distress Repository (LADR)
B0 ELT(DT)S 1eeeetieeetie ettt ettt ettt e ettt e et eeta e e et e e e eabaeesasae e sseeasbeeensseeensseesnnseesnseeesnseeenns 2-11
2.2 SUPPOTE MESSAZES .nveeeuiiieeiiieeite ettt ettt ettt et e st e et e ettt e st eeeabeesnateesabteesabaeesaseeesaseeennnes 2-13
22,1 SUPPOTt MESSAZE TYPES -eveeeuerieiiiieeiieeiiie ettt eetteestte ettt e et e st e e et e e staeesnbeeesabeeesaseeesaseees 2-13
2.2.2  Support MeSSage STIUCTUTE .......cooviiiiiiiiieiieeieeite et eas 2-14

3 USMCC ALERT MESSAGE COMPONENTS SENT TO RCCS ...cooecveriieiieieiieieeieeeie e 3-1
3.1 MESSAZE HEAART ......eieetiiiii ettt ettt et e sttt e st e et esnbeebeesaaeens 3-1
3.2 ALt Data BIOCK .....cooiiiiiiiieeceee ettt ettt ettt e et e e et e e e bae e e raeeeabeeeenns 3-3

3.2.1  Beacon ID/Site ID HEAART ......c..eeecuiiieiiieciiieeee ettt et 3-4
3.2.1.1 BEACONID ..ottt ettt ettt ettt et tae b eteesaesseenseesaesseenseensenseensennnens 3-4
3.2.1.2  SITE ID oottt ettt ettt et e bt et e e st e s teenbeeseeeseenseeneenseenseennens 3-4
3.2.1.3  Site Closure INfOrmation ..........cccooueeiieiiiiiieiieee e 3-5

3.2.2  Position Confirmation and MCC Reference Position Summary ..........cccccceeevveeniveennneennne. 3-5
3.2.2.1 Position Confirmation ...........coceeiieeiiiiniiiiienieeeese ettt 3-5
3.2.2.2 MCC Reference PoSition SUMMATY ..........ccceeciieriieiiiieniieniieiie et 3-6

3.2.3  Solution Data Line (New Alert Data) ...........cccoueeeiuiieiiiiieeiieeeieeeeeee e 3-7
3.2.3.1  Probability (PROB) ....cc.ooiiiiiiiieeeee ettt 3-7
3.2.3.2 DOA Position Expected Error (EE) ......c.oooiiiiiiiiiii e 3-8
3.2.3.3  SOIUHON (SOL) ..ttt et ettt ettt et e st e et e s e e e beesaeeeseeeeee 3-8
3.2.3.4 Encoded (GNSS) Location Precision, Resolution, and Uncertainty .............ccccceeevveenene. 3-8

1v



RCC Messages Manual, Version 5.0

3.2.3.5  DEtECt TIME . .eeniieeiiieiteet ettt ettt ettt st e bt e st e e be e ens 3-12
3.2.3.6 Satellite (SAT) and Number of Detections (NUM) .......ccceeciieriiieiiieriieeiieieeveeee e 3-13
3.2.3.7 Data Source (SOURCE) .....coiiiiiiieciee ettt e e e e aae e e e araae s 3-14
3.2.3.8 Search and Rescue Region (SRR) and BUFFER(S).......ccceeevieniiiiienieeiieieeieeieeee 3-15
3.2.3.9 Alert Data Distribution Procedures for DOA POSItion.........c.ccccevvereenienienennienienienee. 3-21
3.2.3.10 Warning When the MCC Reference Position is Re-Established............c..cccccoeneeee. 3-23
3.24  Detection Frequency, First Detect Time, and DOA Altitude...........cccevvieriiviniininnennn. 3-23
3.2.4.1 Detection FrEQUENCY .....cccuiiiiiieiiiieeiiieeiiee et e ettt e et e s ieeestaeeseaeeessaeeessseesssseesnseeesnseeenns 3-23
3.2.4.2  First DEteCt TIMC .. ..eeiuiieiieiieiiieite ettt ettt ettt e be e st e s b e eaeeens 3-25
3.2.4.3 DOA ATHIUAEC ..ottt ettt ettt s bttt e bt et e eeenaeenees 3-25
3.2.5 Information on Doppler/DOA Position Data ACCUTaCY.........cccueeruierireniienieeriienieeireeeneans 3-25
3.2.5.1 Information on Doppler Position Data ACCUTACY ........cccvrerivieriieeriieeieeeieee e 3-25
3.2.5.2 Information on DOA Position Data ACCUTACY .......cceecvierieeiiieriieieeriieeie e eee e 3-26
3.2.6  Doppler Image Position Determination .............ccccueevuierieeriienieeniienieeniee e esreesveeneeeseneens 3-26
3.2.7  Uncorroborated (Suspect) MEOSAR AICTTS.......cccouiiiuiiriieiieeieeiieeie et ens 3-27
3.2.7.1 Analysis of Uncorroborated MEOSAR AIEItS ......ccccoverriiriiniiniiniinicieneeeeeeeeeeee 3-29
3.2.8  Beacon Decode Information Derived from a Previous Reliable Beacon Message............ 3-30
3.2.9  Warning for SGB ALIES .....coviiiiiiieiiieieeecte sttt 3-30
33 Beacon Decode INformation ..............eiuieiiiiiiiiiiiiiiee et 3-31
3.3.1  Beacon Decode Detailed Information..............cccoiiiiiiiiiiiiiiiiieeecee e 3-31
3.3.2  Beacon Decode Information for Return Link Service (RLS) Beacons..........ccccceevveeeneennns 3-37
3.3.3  Beacon Decode Information — Activation TYPe ......ceecviieiiiieriieeciie e 3-38
3.3.4  Beacon Decode Information — Additional Craft Identification Information ..................... 3-38
3.3.5 Beacon Decode Information for Special Programs...........c.cccccvveeviiiiiiieeiiiecciieciec e 3-39
3.3.5.1 Beacon Decode Information for USA Naval Submarine Program Beacons.................. 3-41
3.3.5.2 Beacon Decode Information for USA CSEL Program Beacons............cccccceevvveriiennnnnn. 3-41
3.3.6  Beacon Decode Information — FGB ELT(DT) Encoded Position Altitude and Currency 3-41
3.3.7  Beacon Decode Information — Other SGB Data..........ccccocuevieiiiriiinieniinienieceieneeeens 3-42
3.3.8  Beacon Decode Information for Unreliable Beacon Messages ..........cccceeeveeeiienieeniiennneans 3-43
3.3.9  Beacon Decode Information for IHDB Records Found Statement...........c..cccceeceniennnnnen. 3-43
34 Beacon Registration Data ...........cc.ieiiiiiiiiiieiieiccieee ettt 3-43
3.4.1 Beacon Registration Data — OWNner CONACTS...........ccovierieeriienieeiieeieeiieeee e sereeeeeseaens 3-44
3.4.2  Beacon Registration Data — Carriage and Type of US€ ......cccceceevinieniniicnieninicnicicnene 3-44
3.4.2.1 Beacon Registration Data — Carriage and Type of Use (EPIRBs and SSAS)................ 3-44

v



RCC Messages Manual, Version 5.0

3.4.2.2 Beacon Registration Data — Carriage and Type of Use (ELTS) ....cccveevvvivviiiiniiieennnnns 3-45
3.4.2.3 Beacon Registration Data — Carriage and Type of Use (PLBS) ......cccceoevevviiieeciienninns 3-45
3.4.3 Beacon Registration Data — Registration Dates and Special Information ......................... 3-45
3.4.4 Beacon Registration Data for Special Programs.............cceccveviieiieniiiinienieeiesieeeeens 3-46
3.4.5 Beacon Registration Data Not Available ............cccciiiiiiiiiiiiniieeecee e 3-47
3.4.6  Beacon Registration Data for Alerts with an Unreliable Beacon Message ....................... 3-47
3.4.7 Beacon Registry Information for Non-USA-Coded Beacons...........c.cccceevveevieniinninennnnns 3-47
3.5 Supporting INFOrMAtION .......cccuieiuiiiiiiiie ettt st e s e eseeeaaeens 3-48
3.5.1  USMCC ProcessSing TIME .......coeeruieieriiiiiiieritettetesie ettt st ettt et st eeesaeens 3-48
3.5.2  Alert Message Destinations — Current and Previous...........ooeeveeienienenicneencnieneenennns 3-48
3.5.3  Previous Message INformation............ccueeiuieriiiiiiiiiiiiiee e 3-49
3.6 Incident Feedback REqUESL ........cc.eiiiiiiiiiiieie ettt 3-50
3.7 MESSAZE TTALLET ...ttt ettt sttt e ettt e et e ebeesaeeeneeas 3-51
4  RCC ALERT MESSAGE SAMPLES AND FURTHER DESCRIPTIONS .......cccoiiiiiiiieieieee 4-1
4.1 UnIocated FIrst ALCTES ......eiuiiiiiiiieiie ettt ettt ettt et e s bee s ens 4-1
4.1.1  Unlocated First Alert for PLB (SIT 170) ...ccuuiiiiiieeiieeeiee ettt eee e eee e e 4-1
4.1.2  Unlocated First Alert for ELT (SIT 170) ..cccuviiiiiieeiieeciee et svee e e 4-3
4.1.3  Unlocated First Alert for EPIRB (SIT 170) ..ccccouiiiiiiieiie et 4-5
4.2 Located FIrst ALCTES .....coouiiiiiieitieieee ettt ettt et e st 4-7
4.2.1 Initial Located Alert, Doppler Location (SIT 171) ..cccceerierciierieniieiieeieeieeere et 4-7
4.2.2  Initial Located Alert, Encoded Location (SIT 171) ...cccoeiiiviiieiiiniieiiecieeeeeeeeeeee e 4-8
4.2.3  Initial Located Alert, Unreliable Beacon Message (SIT 171).....ccceecvienieeiieeniencieeniieeenens 4-10
4.2.4  Initial Located Alert, with DOA Position (SIT 171) ccccccevverieeiieiieeieeiieeieeee e 4-11
4.3 Updated Located Alerts Prior to Position Confirmation ............cccceeevveviieeieeneeecieeneesieennen. 4-12
4.3.1  Position Update (SIT 172) c.eeeoiieiieeieeieeeie ettt ettt ettt ste s e snseeseeenaeens 4-12
4.3.2  Unresolved Doppler Position Match (SIT 172) ....ccooviiiiiiiiiieiieieeieeee e 4-14
4.3.3  DOA Position Match Alert (SIT 372) .c.ueiiiiiieieeeee e 4-16
4.4 Position Conflict ALErt (SIT 173) .oeieueieiieeeeee ettt et e e e eaee e 4-18
4.5 Notification of Position Confirmation (SIT 174) .....cccoveiviviieoiiiiiieeeeeeeeeee e 4-20
4.6 Position Updates after Position Confirmation (SIT 175)....ccccoeviiiiiiiiiiiiiiieieeieeeeeeee, 4-22
4.6.1  Position Update (SIT 175) c.eeeiiieiiiieeiee ettt sttt sttt st ens 4-22
4.6.2  Position Conflict ALert (SIT 175)..ccciiiieieiiee ettt 4-23

vi



RCC Messages Manual, Version 5.0

4.7 No Detection/Site Status Report (SIT 176 and SIT 376) ....ccceeevveeeiieriieeiieiieeieeiee e 4-24
4.7.1  No Detection/Site Status Report (SIT 176) — Site Closure due to Timeout ...................... 4-25
4.7.2  No Detection/Site Status Report (SIT 176) — No Detection ...........cccueeveeeiieeneenieeneennnenns 4-26
4.7.3  No Detection/Site Status Report (SIT 176) — Site Closed by MCC Operator ................... 4-27
4.7.4  No Detection/Site Status Report (SIT 176) — Site Closed Due to Time Site Open........... 4-28
4.7.5  No Detection/Site Status Report (SIT 376) — Site Closed Due to Time Site Open........... 4-29
4.7.6  Site Status Report (SIT 176) — Sent to a USA SPOC that Receives SIT 185 Messages ... 4-30

4.8 Detection Update Messages (SIT 177 and 377) .coecveeeeeeiienieeieeeeeeeeee et 4-32
4.8.1  Detection Update (SIT 177) — Position Unconfirmed (Final Version)............ccccceevurenenn. 4-32
4.8.2  Detection Update (SIT 177) — Position Confirmed............ccceevuieriiniiienieniiienienieeeeeieans 4-33
4.8.3  Detection Update (SIT 177) — Position Unconfirmed (Interim Version) ...........ccccceeneen. 4-34

4.9 Notification of Country of Registration (SIT 178 and 378) ........coceevveriineeiiniiniiicnieeee, 4-35
4.9.1 Notification of Country of Registration (SIT 178) — Position Unconfirmed..................... 4-35
4.9.2  Notification of Country of Registration (SIT 178) — Position Confirmed......................... 4-36
4.9.3  Notification of Country of Registration (SIT 378) ......cccceevueriinirniniinieicrieneeeeceeen 4-38

4.10 Encoded Position Update (SIT 179) ..cccouiieoiiieiieeieeeeet et 4-39
4.10.1 Encoded Position Update (SIT 179) — Position Unconfirmed, ELT(DT)........cc.ccccvveenneeen. 4-39
4.10.2 Encoded Position Update (SIT 179) — Position Confirmed............ccceeeveeviieencieeniieenen. 4-41
SUPPORT MESSAGES ...ttt ettt ettt et e e neesteenaeeneenseenees 5-1

5.1 Narrative Message (SIT 950).....ii ettt e e et e e e e e e e aaeesraeesaeeesnneaenns 5-1

52 Alert Site Query Report (SIT 951) — NOTE: This was not updated for the LGM MCC......... 5-2

53 406 MHz Beacon Registration (SIT 952) ...ccuuiioiiiiiiiiiieieee e 5-4

54 Beacon-LUT Mutual Visibility Schedule (SIT 953) .c.oiiiiieiiiiieeieeeeceeteee e 5-5

5.5 Operational Characteristics for an SGB TAC (SIT 956).......cccveriiiiiiniieiieiecieeeeeeeee e 5-6
SIT 185 ALERT MESSAGES SENT TO SPOCs AND NON-CAPABLE MCCs.......ccceeverveuennee. 6-7

6.1 SIT 185 Message FOrmat - OVEIVIEW ......ccccuiieriieeiiieeiiieeiieeenteeesiteeeiteeeireesaneessaeesneeesaneens 6-7

6.2 Special Features of SIT 185 Alert Messages sent to SPOCs by the USMCC......................... 6-8
6.2.1  Message Header and Message Trailer..........ccoooiiiiiiiiieiiinieeieeieeie e 6-8
6.2.2 OTHER INFORMATION — Beacon Manufacturer and Model ............cccceeerveniininicnnnne 6-8
6.2.3 OTHER INFORMATION — Indicating a Beacon Test ..........ccccocvereiienieeiienieeieeieeieeneen 6-8
6.2.4  OTHER INFORMATION — Source LUT and Beacon Registry Information..................... 6-8
6.2.5 OTHER INFORMATION — Improved Doppler “A” Position Probability ............cccocueee. 6-9

vil



RCC Messages Manual, Version 5.0

6.2.6  Exclusion of Unneeded Field Titles and Blank Characters ...........cccccecevieneriienieneeiencene 6-9
6.2.7 OTHER INFORMATION — Special MIDs for EPIRBS.........c.ccccceeeiiriiiiiiiecieceeeeeee, 6-9
6.2.8  Sample SIT 185 Messages Sent by the USMCC .........coeviiiiiiiieiinieeeieseeeee e 6-10
6.2.8.1 Sample FGB Position Confirmation Alert with Doppler Position (Current Format)..... 6-10
6.2.8.2 Sample FGB Position Confirmation Alert with Doppler Position (Legacy Format)..... 6-11
6.2.8.3 Sample FGB MEOSAR Alert Message for the CMCC .........ccccoevvieiieiiienieiiieieeee 6-12
6.2.8.4 Sample SGB ELT(DT) Cancellation MeSSage..........coceevueriemeinienienienienienieeeeneenieenees 6-13
LIST OF ANNEXES
ANNEX 1 - ALERT AND SUPPORT MESSAGE DEFINITIONS ..ottt ANN 1-1
ANNEX 2 = USA LUTS ottt e e e e e e e ANN 2-1
ANNEX 3 — COSPAS/SARSAT MOCCS ....cuiiurieirieieieiiieieieieeeesssasssssssessssssssssssssssssssssssssesesesesesesesesesas ANN 3-1
ANNEX 4 - SAMPLE SIT 185 MESSAGES GENERATED BY THE CMCC........cccccoceovveeerennne ANN 4-1
ANNEX 5 - BEACON REGISTRATION DATA BLOCK FORMATS ..o ANN 5-1
ANNEX 6 - INCIDENT HISTORY FEEDBACK REQUEST ......ccecoveieieieeeeeieeeie e ANN 6-1
ANNEX 7 - SRR NAMES AND DESTINATION CODES FOR RCCs AND SPOCs ON RCC ALERT
MESSAGES FROM THE USMUCKC.....ciiiiiiiirrrriesesisie ettt ANN 7-1
ANNEX 8 - SAMPLE ALERT MESSAGE FOR A USA NAVAL SUBMARINE PROGRAM
BEACON (SEPIRB) ...ttt sttt ettt as s s s ANN 8-1
ANNEX 9 - NATIONALLY DEFINED ALERT MESSAGES DESIGNED FOR AUTOMATED
PROCESSIING ...ttt ettt ettt ettt b bbb bbb e b s s e nenens ANN 9-1
ANNEX 10 - OTHER ALERT MESSAGES DESIGNED FOR AUTOMATED PROCESSING
(SARMASLET) ...ttt b et bbb bbb e bt b e s e bt e bt b e bt e bt st e st et e bt st e st b st ens ANN 10-1
ANNEX 11 - SARMASTER FORMAT ...ttt ANN 11-1
ANNEX 12 - GUIDANCE ON PROVIDING INCIDENT FEEDBACK TO THE USMCC......... ANN 12-1
ANNEX 13 - SRRs FOR NON-USA ADDRESSES ASSIGNED IN THE USA REGISTRATION
DATABASE (RGDB) ..ottt sttt et ss s nn s s ANN 13-1
ANNEX 14 - DISTRIBUTION OF ALERTS BY COUNTRY CODE FOR NON-USA COUNTRIES IN
THE USA SERVICE AREA ..ottt ANN 14-1

viil



RCC Messages Manual, Version 5.0
1 INTRODUCTION

1.1 Overview of Cospas-Sarsat

The purpose of the Cospas-Sarsat (C/S) System is the provision of distress alert and location data for
search and rescue (SAR), using spacecraft and ground facilities to detect and locate the signals of Cospas-
Sarsat distress radio beacons operating on 406 MHz. Signals from radio beacons are transmitted to low-
earth orbiting (LEO), medium-earth orbiting (MEQO) or geo-stationary (GEO) orbiting satellites. The
signals are then relayed to earth ground stations called Local User Terminals (LUTs) and eventually to
Mission Control Centers (MCCs). As the center for Cospas-Sarsat operations in the United States, the
United States Mission Control Center (USMCC) collects and processes data from national LUTs and
foreign MCCs. The USMCC then distributes alert data to national Rescue Coordination Centers (RCCs),
SAR Points of Contact (SPOCs), and foreign MCCs.

Figure 1.1 presents an overview of the Cospas-Sarsat System.

GEO SAR
Satellites

v

LEO, MEO
Satellites

=}
Wi N

Local User
Terminal

Rescue Mission Control
Emergency Coordination | Center <
Beacons Center

Figure 1.1: Overview of the Cospas-SARSAT SystemDocument Objective

This document describes messages that are transmitted by the USMCC to national RCCs and SPOCs for
the LEOSAR/GEOSAR/MEOSAR (LGM) system, which began operations on 13 December 2016. Prior
to this date, the USMCC sent messages for the LEOSAR/GEOSAR (L/G) system. This document also
describes messages transmitted by the USMCC to national RCCs and SPOCs for Distress Tracking ELTs
(ELT(DT)s) and Second Generation Beacons (SGBs), which are expected to become operational in early
2023.
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National SAR authorities should use this document to respond to alerts generated by 406 MHz distress
beacons. This document only describes USA (nationally formatted) messages, unless otherwise noted.
USA nationally formatted messages are sent to all USA RCCs and some USA SPOC:s (that is, some
foreign SPOCs within the United States service area). The SPOCs that receive nationally (RCC)
formatted messages are identified in Annex 7.

SPOC:s that do not receive the nationally formatted messages sent to all USA RCCs are sent Subject
Indicator Type (SIT) 185 messages as described in section 6.

1.3 Reference Documents

More information on the alert message data elements and components of the SARSAT system can be
found in the following documents:

a)  United States Mission Control Center Data Structures

b) C/S A.001, Cospas-Sarsat Data Distribution Plan

c) C/S A.002, Cospas-Sarsat Mission Control Centres Standard Interface Description

d) C/S A.003, Cospas-Sarsat System Monitoring and Reporting

e) C/S A.005, Cospas-Sarsat Mission Control Centre (MCC) Performance Specification and Design
Guidelines

f)  C/S A.006, Cospas-Sarsat Mission Control Centre Commissioning Standard

g) C/S G.007, Cospas-Sarsat Handbook on Distress Alert Messages for Rescue Coordination Centres
(RCCs), Search and Rescue Points of Contact (SPOCs) and IMO Ship Security Competent
Authorities

h) C/S G.010, Cospas-Sarsat MCC Handbook

1)  C/SP.011, Cospas-Sarsat Programme Management Policy

J)  C/SR.018, Cospas-Sarsat Demonstration and Evaluation Plan for the 406 MHz MEOSAR System

k) C/ST.001, Cospas-Sarsat 406 MHz Beacon Specification

I)  C/ST.002, Cospas-Sarsat LEOLUT Performance Specification and Design Guidelines

m) C/S T.005, Cospas-Sarsat LEOLUT Commissioning Standard

n) C/ST.007, Cospas-Sarsat 406 MHz Distress Beacons Type Approval Standard

o) C/ST.009, Cospas-Sarsat GEOLUT Performance Specification and Design Guidelines

p) C/ST.010, Cospas-Sarsat GEOLUT Commissioning Standard

q) C/ST.012, Cospas-Sarsat 406 MHz Frequency Management Plan

r) C/ST.015, Cospas-Sarsat Specification and Type Approval Standard for 406 MHz Ship Security
Alert (SSAS) Beacons

s)  C/ST.018 Cospas-Sarsat Specification for Second-Generation Cospas-Sarsat 406-MHz Distress
Beacons

t)  C/ST.019, Cospas-Sarsat MEOLUT Performance Specification and Design Guidelines

u) C/ST.020, Cospas-Sarsat MEOLUT Commissioning Standard

v) C/ST.021, Cospas-Sarsat Second-Generation 406-MHz Distress Beacons Type Approval Standard
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The documents listed below are available from the International Maritime Organization (www.imo.org) or the
International Civil Aviation Organization (www.icao.int) for a fee:

w) Doc 9731 — AN/958 - International Aeronautical and Maritime Search and Rescue (IAMSAR)
Manual and the corresponding National SAR Supplement

x)  Doc 8585 — “Designators for Aircraft Operating Agencies, Aeronautical Authorities and Services”

y)  Doc 10054 — “Manual on Location of Aircraft in Distress and Flight Recorder Data Recovery”

z)  Doc 10165 — “Manual on Global Aeronautical Distress and Safety System (GADSS)”

C/S documents (e.g., C/S A.001) are available on the System Documents page of the C/S website and are
typically updated on an annual basis between October and December.

The USA Beacon Coding Guide describes the allocation of national use protocols for USA-coded
beacons, as managed by NOAA, and its distribution is limited.

This document (USMCC National RCC and SPOC Alert and Support Messages) is available online via
the NOAA SARSAT Program and System Documentation page.

1-3
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2 SUMMARY OF MESSAGES

The USMCC sends alert messages and support messages to USA RCCs, as described below. Uppercase
letters (e.g., SAT) are used to indicate a field name as it appears on a message.

2.1 Alert Message Overview

The data available at the MCC for beacon alerts includes, but is not limited to the following:

. time of closest approach (TCA) (Doppler location only) or time of detection (DETECT TIME);
. satellite identifier(s);

. frequency of transmitter;

. number of detections (beacon bursts* for LEOSAR and GEOSAR data);
. duration of Doppler curve (Doppler location only);

. probability of the “A” solution being correct (Doppler location only);

. error ellipse;

. confidence factor;

. expected horizontal error (Difference of Arrival (DOA) location only);

. cross-track angle (Doppler location only); and

. data residuals.

*4 burst is a transmitted beacon message. As specified in document C/S T.001, bursts for operational First
Generation Beacons (FGBs), except for Distress Tracking ELTs (ELT(DT)s) are transmitted with a period
randomized around a mean value of 50 seconds, so that time intervals are randomly transmitted on the interval
47.5 to 52.5 seconds. Document C/S T.018 provides specifications for Second Generation Beacons (SGBs). FGBs
and SGB ELT(DT)s transmit every 5 seconds in the first 120 seconds after beacon activation to ensure that a
current beacon position data is available in the event that the associated aircraft, assumed to be fast-moving,
crashes soon after beacon activation.

A limited data set is transmitted to RCCs, based on what is useful to the RCC Controller. The following
data is provided for each emergency beacon signal:

Alert Data

. WHAT kind of alert message the USMCC is sending;
. WHEN the satellite received the beacon signal,

. WHERE the beacon is located (if known);

. WHAT beacon ID transmitted the signal.

Supporting Data
. WHO received or is receiving alerts for this beacon;
. WHEN the beacon was previously detected;
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2.1.1 Alert Message Types

Table 2.1 provides a brief description of the alert messages generated by the USMCC for RCCs. The
message name is shown in uppercase letters, as it appears on the alert message. The Subject Indicator
Type (SIT) is also provided on the alert message, as described in section 3.1.

Described further in Table 2.1, SIT 170 — 179 messages are provided for FGBs, and SIT 370 — 379
messages are provided for SGBs, where FGBs are specified in document C/S T.001 and SGBs are
specified in document C/S T.018. SIT 170 — 179 messages are quite similar to SIT 370 — 379 messages;
for example, an unlocated first alert is sent as a SIT 170 message for a FGB and as a SIT 370 message for
an SGB. NOTE: New beacon types ELT(DT)s (i.e., Distress Tracking ELTs) and SGBs are expected to
become operational in early 2023. An ELT(DT) may be either an FGB or an SGB.

As described further in section 3.2.2.1, position confirmation is the process by which the MCC attempts
to determine the actual beacon position, based on the match of two positions for a beacon from
independent sources that match within 20 kilometers. While the SIT number often indicates if position is
confirmed, as described in Table 2.1, the presence of the “MCC Reference Position” (an MCC estimation
of the beacon position) indicates that position is confirmed, and conversely, its absence indicates that the
position is not confirmed. The term “MCC Reference Position” is used instead of the legacy term
“Confirmed Position”, so that SAR personnel do not assume that this reported position is the actual
beacon position. Note that Doppler position is not provided for FGB ELT(DT)s or SGBs.

Table 2.1: Description of Alert Messages

SIT Message Name/Comments
170 406 BEACON UNLOCATED FIRST ALERT
370

This message is sent when a 406 MHz beacon (with registration information or craft identification) is
first detected but no encoded, DOA, or Doppler position information is available. This message is
usually sent when a beacon signal is detected first by a Geostationary satellite. Section 3.2.3.8.2
describes distribution procedures for unlocated alerts. This message is sent only before position is
confirmed.

171 406 BEACON INITIAL LOCATED ALERT

371

This message is sent when a 406 MHz beacon is first detected with encoded, DOA, or Doppler position
information available, but the position is not confirmed. Section 3.2.3.8.2 describes distribution
procedures for alerts with DOA position.
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SIT Message Name/Comments

172 406 BEACON POSITION UPDATE

372

This message is sent prior to position confirmation when:

* 1) an alert with Doppler location was previously sent and updated information regarding the A/B
probability is available for the same satellite pass indicating that-the “A” side probability in the new
solution is at least 15% higher than the “A” side probability in all previously sent same pass
solutions;

2) 2) the new Doppler alert indicates that one Doppler position is an image (incorrect);

3) 3) the new DOA position is “better quality” based on the Expected Horizontal Error;

4) 4) the latest data time of a new DOA position is more than 5 minutes after the latest data time of all
previously sent alerts with DOA position — non-ELT(DT);

5) the latest data time of a new DOA position is at least 3 seconds from the detect time of all other
alerts (within the first 30 seconds of activation) or at least 10 minutes after the latest data time of all
previously sent alerts with DOA position (after the first 30 seconds of activation) - ELT(DT)

172 406 BEACON UNRESOLVED DOPPLER POSITION MATCH

This message is sent prior to position confirmation when an alert with Doppler location was previously

sent and both Doppler locations for a new satellite pass match the Doppler locations for a previous pass.

172 406 BEACON DOA POSITION MATCH

372

This message is sent when an alert for an ELT(DT) contains DOA and encoded positions that match.

Position data from previous alerts is not referenced in subsequent alerts for ELT(DT)s. Position is not

confirmed for ELT(DT)s, which are assumed to be fast-moving.

173 406 BEACON POSITION CONFLICT ALERT

373

This message is sent, prior to position confirmation, when DOA, Doppler, or encoded positions for a

406 MHz beacon differ by more than 20 kilometers from another position for the beacon. This indicates

that at least one of the positions is inaccurate.

174 406 BEACON INITIAL LOCATED ALERT

374

This message is sent when a DOA or Doppler position is confirmed by an encoded position in the new

alert that matches within 20 kilometers, and no previous alert was sent with a position for the beacon.

174 406 BEACON POSITION UPDATE

374

This message is sent when a DOA or Doppler position is confirmed by independent DOA, Doppler, or
encoded position data that matches within 20 kilometers, and position data was previously received for
the beacon.
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SIT

Message Name/Comments

175
375

406 BEACON POSITION UPDATE

This message is sent after position confirmation when the new Doppler or DOA position is within 20
kilometers of the previous MCC Reference Position. A subsequent alert with DOA position is sent based
on a difference of at least 15 minutes in the time of the latest bursts in the new alert vs. the previously
sent alerts with DOA position or the new DOA position is “better quality” based on the Expected
Horizontal Error; see section 3.2.3 for details.

406 BEACON POSITION CONFLICT ALERT

This message is sent after position confirmation when:

1) the new Doppler or DOA positions differ by more than 20 kilometers from the MCC Reference
Position;

2) the new encoded position differs by more than 20 kilometers from the MCC Reference Position, if
there is no previous encoded position for the alert site;

3) the new encoded position differs by more than 20 kilometers from previous encoded position, if there
is previous encoded position for the alert site.

176*
376*

406 BEACON SITE STATUS REPORT

This message is sent when no message has been sent for a beacon within 35 minutes, or when an alert
site closes due to age-out or USMCC Operator action. An alert site closes if the beacon is not detected
within 2 hours, if the beacon was detected by a MEOLUT with DOA position or by a GEOLUT, or 6
hours otherwise. In addition, an alert site closes if the beacon is not detected within 15 minutes of the
detection of a user cancellation message. An alert site also closes if it has been open for 36 hours. This
message may be sent before or after position is confirmed.

177%*
377*

406 BEACON DETECTION UPDATE

This message is sent when a 406 MHz alert is received with the (last) detect time at least 30 minutes
later than the most recent detect time sent to the RCC for the alert site, or when a new alert is received
and an uncorroborated MEOSAR alert was the only alert distributed for the alert site. For an ELT(DT),
this message is sent when the latest data time in a new alert without position is at least 3 seconds from
the detect time of all other alerts, within the first 30 seconds of activation. This message is only sent for
alerts that lack new position data that otherwise causes the alert to be sent (e.g., if an alert is sent for
position confirmation it would not also be sent as a Detection Update). This message may be sent before
or after position is confirmed.

178
378

NOTIFICATION OF COUNTRY OF REGISTRATION

This message notifies the country of registration (based on the country code in the 406 MHz beacon)
that one of its beacons is first detected outside of its Search and Rescue Region (SRR). It is sent to a
USA RCC when a USA-coded beacon is detected outside the USA SRR. It is also sent to the USA RCC
responsible for the SRR of a foreign country when a 406 MHz beacon coded for that country is detected
outside of that country’s SRR. This message is distributed to a USA RCC based on the home port or
airport for a registered USA beacon, based on the beacon type for an unregistered USA beacon or based
on country code for a non-USA beacon. It may be sent when encoded position and either DOA or
Doppler position from the same alert confirms position.
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SIT Message Name/Comments
179 406 BEACON ENCODED POSITION UPDATE
379

This message is sent when the Global Navigation Satellite System (GNSS) position encoded in the 406
MHz beacon message changes by more than 3 kilometers and less than 20 kilometers. It is also sent
when the first refined (more precise) encoded (i.e., GNSS) position is received after a coarse encoded
position is received (FGB only). It may be sent before or after position is confirmed. If the encoded
position is received after position is confirmed, then the new encoded position is compared to the
previous encoded position (if available), not the MCC Reference Position. For an ELT(DT), it is sent if
the latest data time for a new encoded position is at least 3 seconds from the detect time of all other
alerts (within the first 30 seconds of activation) or at least 10 minutes after the latest data time of all
previously sent alerts with encoded position (outside the first 30 seconds after activation).

This message provides SAR forces with timely updates on beacon position, which may be particularly
valuable in difficult SAR conditions such as rough seas or mountainous terrain, or when a fast-moving
aircraft crashes with an ELT(DT) on board. This message is usually sent when DOA or Doppler location
is not available. If the magnitude of the encoded position change is between 3 and 20 kilometers and
new (i.e., non-redundant) DOA or Doppler position data is available, then the message type (SIT
number) will be based on the new DOA or Doppler position data.

Note: It is expected that “GNSS Position” will replace “Encoded Position” in this message title once the
USCG SAROPS has been updated to recognize the new message title.

406 BEACON USER CANCELLATION

This message is sent when the user cancels the beacon activation, as evidenced by the MCC receipt of
three different cancellation messages from the beacon within 110 seconds with no intervening non-
cancellation alert messages. This message is only sent for SGBs and FGB ELT(DT)s. The transmission
of a user cancellation message does not cause the alert site to close immediately; see the description of
the SIT 176 and 376 messages. This message may be sent before or after position is confirmed.

406 BEACON ROTATING FIELD UPDATE ALERT

This message is sent when the rotating field in the SGB message updated and either the first alert is
processed for a specific rotating field data type or the associated detect time of the new alert is at least
10 minutes later than the most recent detect time for a previously sent alert containing data for the same
rotating data field type; this message is only sent when the alert is not sent for another reason, such as
the presence of new position data. This message may be sent before or after position is confirmed. This
message is not sent for FGBs.

*This is a USA national message only; it is not specified by Cospas-Sarsat.
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2.1.2 Alert Message Structures

Alert messages are structured to present data in a logical, consistent format. Table 2.2 describes the
structure of the alert messages, with a list of key fields provided in parentheses. Sample alert messages are
provided in section 4.

Table 2.2: Alert Message Structure Message Header

(message number, transmit time, message type)
Alert Data Block
(406 MHz Beacon ID, Site ID, alert position, detect time)
406 MHz Beacon Decode Information
(Country of Registration, Beacon type, Craft ID)
406 MHz Beacon Registration Data
(Beacon owner, contact information, vehicle/usage information)
(For non-USA beacons: Beacon Registry contact information)

Supporting Information
(Alert recipients, previous detections)
Incident Feedback Request
(Requests RCC feedback on resolution of beacon activation)
Message Trailer
(formal end of message)

A detailed description of these message sections is provided in section 3. Other conditions pertinent to
alert message content and distribution are described in sections 2.1.3 through 2.1.6.

2.1.3 406 MHz Beacon Message Overview

406 MHz FGBs transmit either 112 bits (short message) or 144 bits (long message). Except for
ELT(DT)s, operational FGBs transmit every 50 seconds + 2.5 seconds. The first 24 bits are used by
receiving equipment at the satellite and the LUT (ground station) to identify the signal as coming from a
406 MHz beacon. The remaining 120 bits (bits 25 — 144) in the long message, also known as the “beacon
message,” are normally represented by 30 hexadecimal characters* and identify the beacon in LUT-to-
MCC and MCC-to-MCC communications. The remaining 88 bits of the short message, bits 25 — 112, are
zero filled on the right to form the standard 30 hexadecimal character Id exchanged by MCCs.
Components of the FGB message are described in document C/S T.001.

The 406 MHz SGB message consists of 250 bits, of which 48 bits are within a rotating field type. The use
of a rotating field expands the amount of information that can be provided in the beacon message, by
including certain kinds of information in one rotating field type and other kinds of information in another
rotating field type. SGBs have a fixed identification consisting of Type Approval Certificate (TAC)
number and serial number that is independent of the vessel or aircraft identification information that may
be encoded in the beacon message. Every SGB message has a unique 23-hex ID that includes the country
of beacon registration. Components of the SGB message are described in document C/S T.018.
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Compared to the FGB message, the additional bits in the SGB message enable additional information to
be provided, including a more precise encoded (i.e., GNSS) position and the time that this position was
updated. An SGB transmits more frequently soon after activation to help ensure that reliable position
information is available in a timely manner, and transmits less frequently later during the activation as a
means to conserve the beacon’s battery capacity.

Both FGB and SGB ELT(DT)s transmit every 5 seconds in the first 120 seconds after activation, and less
frequently afterwards. ELT(DT)s start transmitting no more than 5 seconds after activation. All ELT(DT)s
have a cancellation function, whereby activation of an ELT(DT) can be cancelled by the same means by
which it was initiated. A portion of the FGB ELT(DT) beacon message includes a rotating field, where some

transmissions include the three-letter aircraft designator (3LD) and other transmissions include a more precise
GNSS location.

* A hexadecimal or “hex” character has 16 possible values, where symbols 0-9 represent values zero to nine and letters A-F
represent values ten to fifteen.

2.1.4 Alert Messages with an Unreliable 406 MHz Beacon Message

A 406 MHz FGB or SGB message is determined to be unreliable when it fails a validation check
specified in document C/S A.001; for example, if the country code is invalid or the primary (first) error
detection code encoded in the FGB message is invalid.

The USMCC distributes alerts with unreliable 406 MHz beacon messages based only on:
a) The MEOLUT-computed DOA location or LEOLUT-computed Doppler location (if available), or
b) Data in the USA Registration Database (if the beacon ID is registered, and DOA or Doppler
location is not available).

An alert message with an unreliable beacon message is not distributed if there is no DOA or Doppler
location and the beacon ID is not registered in the USA Registration Database.

An unreliable beacon message may be caused by a problem with the beacon, the satellite, the LUT, the
MCC, or communications to the MCC. An unreliable beacon message may also be caused by a miscoded
beacon. Whatever the cause, the absence of a reliable (i.e., usable) beacon message does not imply that
the associated DOA or Doppler location is unreliable or that the 406 MHz alert was transmitted in a non-
distress situation.

Alerts with an unreliable 406 MHz beacon message and a reported DOA or Doppler location in the USA
SRR are sent to a USA RCC based on the location. In addition, these alerts are sent to the US Coast
Guard (USCG) Atlantic Area (LantArea) and USCG Pacific Area (PacArea), the USA Competent
Authorities for Ship Security Alert System (SSAS) alerts, because the associated beacon message may
have been transmitted by an SSAS beacon. Section 2.1.5 further describes SSAS beacon alerts.

When the 406 MHz beacon message is unreliable, the RCC alert message includes an additional header
line saying “UNRELIABLE BEACON (HEXADECIMAL) ID,” which immediately precedes the
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standard message title, as shown in the sample alert message in section 3.6.1. No fields in the 406 MHz
beacon message are decoded in the RCC message when the beacon message is unreliable, as described in
section 3.3.8.

If the MCC receives a new alert with an unreliable beacon message after it receives an alert with a reliable
beacon message for the same beacon (based on a match of the 15-digit hexadecimal beacon ID for an
FGB or the 23-digit hexadecimal beacon ID for an SGB), then the new alert will be linked to the previous
alert (i.e., added to the same alert site) and sent using beacon message information in the reliable beacon
message.

2.1.5 Alert Messages for SSAS Beacons

Alert messages for 406 MHz SSAS beacons are sent to the designated competent authority based on the
country encoded in the 406 MHz FGB ID, in accordance with Cospas-Sarsat specifications inC/S
documents T.001, T.015, A.001, and A.002.

If the competent authority (message destination) for a SSAS alert is a USA RCC or a USA SPOC (i.e., a
country in the USA Service Area but not in the USA Search and Rescue Area) that receives alert
messages in RCC format, then the message has the same format as other RCC messages, except that a
header line stating “SHIP SECURITY ALERT” is included. This header line immediately precedes the
standard message title. SSAS alerts are normally sent only to the designated competent authority.

For USA SPOC:s that are not sent alert messages in RCC format, the USMCC sends SSAS alert messages
in SIT 185 format, as specified in and in section 6 and in document C/S A.002.

2.1.6 Alert Messages Sent During USMCC Backup

If the USMCC is unavailable, the Canada MCC (CMCC) will provide alert data to USA RCCs and
SPOCs in Cospas-Sarsat standard format SIT 185, as described in document C/S A.002. Some important
differences between alert (SIT 185) messages sent by the CMCC and alert (SIT 170 to 179) messages sent
by the USMCC are noted below.

a) SIT 185 messages sent by the CMCC do not contain a site ID. Use the 15-digit FGB ID (field “CMCC
REF” in Line “2”) to associate different messages for the same beacon activation. View the Message Title
(Line 1) to help determine if a new site was opened for a given beacon ID.

Use the beacon ID and activation time, to update the USMCC Incident History Database (IHDB). The
IHDB may not be available (or may not contain information on a specific beacon activation), depending

on the USMCC failure.

b) CMCC personnel cannot close alert sites.
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¢) SIT 185 messages sent by the CMCC do not contain registration data for USA beacons, since the
CMCC software does not have access to the USMCC Beacon Registration Database (RGDB). In addition,
CMCC personnel do not have access to the USMCC RGDB. The USA RCC should query the USMCC
RGDB manually for registration information about USA beacons. The RGDB may not be available,
depending on the USMCC failure.

d) Since the CMCC does not have access to the USMCC RGDB to determine if a beacon is registered, the
CMCC sends SIT 185 unlocated alerts for all serialized USA beacons. In contrast, the USMCC sends
unlocated alerts for serialized USA beacons only if the beacon is registered or contained in a USA special
program.

e) The CMCC sends all SIT 185 unlocated alerts for USA beacons to the AFRCC.

f) Next Pass Times (SIT 185, Line 10*) are generally provided based on mutual visibility of the satellite
to Canadian LEOLUTs and the reported beacon location. The CMCC may also provide next pass times
based on information received from the AUMCC for non-Canadian LEOLUTS (annotated on the message
as “FOREIGN LUT”). Alert messages sent by the USMCC do not provide next pass information.

g) The CMCC specially routes all alerts for USA-coded “national use” beacons to the AFRCC in addition
to routing the alerts based on location, whereas the USMCC specially routes USA-coded “national use”
beacons that are allocated to USA government “special programs” to specific destinations per special
program (based on agreements made by NOAA/USMCC with other USA government agencies). In this
context, the CMCC defines a USA country code to be in the range of 366 to 369, whereas the USMCC
may perform special routing based on any USA country code listed in Table 3.2.11.

SIT 185 messages from the CMCC for USA national use beacons will contain the following information:
16. REMARKS: USA CODED NATIONAL USE BEACON

h) The CMCC distributes unlocated alerts, Notifications of Country of Registration (NOCRs), and SSAS
alerts for country codes for countries in the US service area per Annex 14, except that the CMCC send
NOCRs and unlocated alerts to the AFRCC where “US RCC” is listed in Table 3.2.11.

1) The CMCC sends a maximum of 4 missed LEOSAR satellite missed pass messages per reported
beacon location. The USMCC does not send missed pass messages but sends missed detection messages.

j) The CMCC message title “MIRROR NOTIFICATION” indicates that ambiguity associated with
Doppler position data has been resolved and that the resolved (confirmed) position is not in the SRR of
the message destination.

k) While the USMCC sends alerts for EPIRBs in the AFRCC SRR and within 50 km of a USCG SRR to
the USCG RCC (not the AFRCC), the CMCC would send these alerts to the AFRCC and send to the
buffer USCG RCC per normal CMCC distribution rules.
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1) SIT 185 messages sent by the CMCC do not contain the two-line SIT message header that is sent by the
USMCC.

m) The CMCC Operator cannot remove one destination (RCC) from the distribution list for an alert site
without removing all destinations. This means if 2 RCCs are receiving data for a site and one of the RCCs
wants their messages suppressed for the site, the CMCC Operator will not be able to suppress messages
for the one RCC without suppressing the messages for the other RCC.

n) SIT 185 messages sent by the CMCC do not list the other message destinations, whereas the USMCC
provides a list of message recipients in “Supporting Information™.

0) While the USMCC alert message includes the beacon registration data for the associated USA special
program block registration ID when available, the CMCC cannot provide this information. As a result,
USA RCC personnel will not be able to access the appropriate beacon registration data for USA special
program beacons that have a block registration. See the section for “PROGRAM BLOCK
REGISTRATION ID” in section 3.

p) When the LGM CMCC (which is not yet operational) re-establishes the confirmed position (i.e., the
MCC Reference Position) without reference to the previous confirmed position, it includes this text in the
alert message:

CONFIRMED POSITION WAS REESTABLISHED WITHOUT REFERENCE TO THE PREVIOUS
CONFIRMED POSITION

When this occurs, and a new message destination is identified for subsequent alerts, the following text
will be also be included in the alert message:

A NEW MESSAGE DESTINATION HAS BEEN IDENTIFED FOR THE NEW CONFIRMED POSITION.
SUBSEQUENT ALERTS WILL NO LONGER BE SENT TO THE PREVIOUS DESTINATION.

Note that the CMCC currently generates SIT 185 messages using the legacy term “Confirmed Position”
instead of the new term “MCC Reference Position”.

Note that the USMCC may also re-establish the MCC Reference Position without reference to the
previous MCC Reference Position (as described in section 3.2.3.11), but the USMCC will not
automatically change the message destination when this occurs.

q) The CMCC is not currently capable of distributing MEOSAR or SGB alerts. The CMCC does not
recognize FGB ELT(DT)s, and thus distributes FGB ELT(DT) alerts as “unreliable beacon messages”
based only on the Doppler location. If such a message originates from an FGB ELT(DT), any associated
“Doppler positions” are likely to be unreliable due to the rapid aircraft motion. The 15-digit HEX ID in
the SIT 185 message may be decoded using an appropriate tool (e.g., http://cospas-sarsat.int/en/beacons-
pro/beacon-message-decode-program-txsep/beacon-decode-2019) to help determine if the unreliable
beacon message is associated with an FGB ELT(DT).
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In addition, the CMCC is not capable of generating SIT 185 messages in the re-organized format
specified in document C/S A.002, which contains 6 numbered message sections (lines) instead of 15.

Sample SIT 185 messages from the CMCC are provided in Annex 4.
This section (2.1.6) will need to be updated as the CMCC is updated for the capabilities noted in item q.

* - Line number within the legacy SIT 185 message format that contains 15 lines.

2.1.7 Nationally Defined Alert Messages Designed for Automated Processing

The USMCC sends nationally defined alert messages designed for automated processing to designated
destinations. These alert messages are described in Annex 9.

2.1.8 Messages Sent to the Location of Aircraft in Distress Repository (LADR) for ELT(DT)s

The Location of Aircraft in Distress Repository (LADR) is an ICAO-mandated database that contains data
from ELT(DT) transmissions. In simple terms, data is sent to the LADR for each ELT(DT) transmission
so that the location of the associated aircraft, potentially in distress, can be tracked by Air Traffic Service
Units (ATSUs), aircraft operators, and other relevant authorities. Unlike other ELTs, ELT(DT)s may be
activated, either automatically or manually, while the aircraft is still in flight.

The LADR is expected to be operated by EUROCONTROL. The LADR will send notifications (not
considered “alerts”) to registered users when data is present that matches their user profile. For ATSUs
and RCCs, this will be an event in a geographical area (e.g., their area of responsibility and adjacent
areas); for aircraft operators, it will be an aircraft that they operate. All SAR authorities wishing access to
the LADR data first are required to register to access ICAO’s Ops Control Directory (sometimes referred
to as OPS CTRL), because the points of contact in the Ops Control Directory are used to establish access
to the LADR. The distribution of ELT(DT) data from the C/S system is illustrated in Figure 2.1. ELT(DT)
data will be automatically distributed to designated SAR authorities (i.e., SPOCs), as well as placed in the
ICAO LADR, where it will be made available to ATSUs, Airline Operators and RCCs that have
subscribed to the LADR.

2-11


https://www4.icao.int/opsctrl

RCC Messages Manual, Version 5.0

xsi, Cospas-Sarsat ELT[DT) Data Distribution
M ‘
%_‘ e %
cn&\"\ \B‘a
0«\ Source MCC Nodal MCC(s) Destination MCC

406 MHz =

o 406 MHz
M) ELT(DT) alerts

ELT(DT) alerts

Cospas-Sarsat
alert data distribution

"GADSS - Compliant" ,, Communication
H . ] 2 RCC/ATSU/Operator per
data distribution A4 Annex 11/12
Vo , provisions RCC procedures:

Contact registered
Owner/Operator
per IAMSAR

LADR

Flag data availability/
Pull ADT data
==

-——-——--#

Figure 2.1: Distribution of ELT(DT) Data from the Cospas-SARSAT System

As required by document C/S A.001, ELT(DT) data is transmitted to the LADR by the nodal MCC
associated with the destination MCC or by another nodal MCC on behalf of that nodal MCC. Based on
available DOA or encoded position data*, the appropriate nodal MCC sends a new alert to the LADR if:

a) The detect time is at least 3 seconds from the detect time of all other alerts that the MCC has sent
to the LADR for the beacon;
b) The alert has DOA or encoded position data and the detect time is at least 3 seconds from the
detect time of all other alerts with DOA or encoded position data that the MCC has sent to the
LADR for the beacon; or
c) The alert is a confirmed cancellation of the beacon activation, based on the receipt of three
separate cancellation messages with detect times within 110 seconds (with no intervening non-
cancellation messages).
*While document C/S A.001 currently indicates that unlocated alerts may be sent to the LADR, ICAO recently
stated that only located alerts will be allowed in the LADR; once ICAO formalizes this new requirement, A.001 will
be updated accordingly.

ELT(DT)s comply with ICAO GADSS (Global Aeronautical Distress and Safety System) requirements
for Autonomous Distress Tracking (ADT) to transmit an accurate position information at least every
minute, which should allow an aircraft crash site to be located within six nautical miles (6 NM). These
requirements are described in the Manual on Location of Aircraft in Distress and Flight Recorder Data
Recovery (ICAO document 10054). An ADT capability will be required in most new commercial aircraft
as of 1 January 2025.
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Administrations should follow defined national SAR procedures for responding to the activation of an
ELT(DT). As the alert is likely emanating from an aircraft still in flight, DISTRESS TRACKING alert
messages should be sent to an Aeronautical RCC (ARCC) which should rapidly liaise with relevant
ATSU(s) and airline operator(s) as specified in dedicated annexes to the ICAO Convention, [AMSAR
Manual (ICAO document DOC 9731), and GADSS documentation.

2.2 Support Messages

Support messages are often sent in response to specific requests by an RCC, SPOC, or MCC. The SIT 950
message may be sent without request, to provide information on system status.

2.2.1 Support Message Types

Table 2.3 provides a brief description of the support messages generated by the USMCC. The message
name is in uppercase letters, as it appears on the message.

Table 2.3: Description of Support Messages

SIT Message Name/Comments

950 NARRATIVE MESSAGE

This message is used to transmit narrative text to the RCCs. This may provide information
on system status.

951 ALERT SITE QUERY

This message is used to provide information on active and closed alert sites processed by
the USMCC. Queries may be based on time, site ID, beacon ID, or geographical area.

952 406 BEACON REGISTRATION

This message is used to transmit 406 MHz beacon registration information to RCCs and
SPOCs, either for USA-coded or non-USA-coded beacons. (MCCs use the SIT 925
message to send registration information to other MCCs.) This message may be sent in
response to a request for beacon registration. It may also be sent automatically when the
USMCC receives a SIT 925 message from another MCC for a beacon located in the SRR
of a USA RCC or SPOC.

953 BEACON-LUT MUTUAL VISIBILITY

This message is used to transmit a list of LEOSAR satellite passes that have mutual
visibility with a USA LEOLUT and a specified location.

956 OPERATIONAL CHARACTERISTICS FOR AN SGB TAC

This message is used to transmit information about the operational characteristics of an
SGB, based on the TAC number encoded in the beacon message.
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2.2.2 Support Message Structure

Table 2.4 describes the structure of alert message created by the USMCC, with a list of key fields
provided in parentheses. Sample support messages are presented in section 4.

Table 2.4: Support Message Structure

Message Header
(message number, transmit time, message type)

Support Message Data
(e.g., narrative text, alert data, beacon registration data)
Message Trailer
(formal end of message)
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3 USMCC ALERT MESSAGE COMPONENTS SENT TO RCCs

The following sections describe the common components of alert messages sent to USA RCCs, as
summarized in Table 2.2. Components of alert messages that are the same for multiple alert messages
(such as the Message Header and Beacon ID) are not described per alert message. Section 4 provides
sample alert messages and describes their unique components.

Note: Brackets [] are used to indicate that a message component is not present on all messages.

3.1 Message Header

As shown in Table 3.1.1, the message header contains no field labels. The message header is the same for
alert and support messages. Lines 1 and 2 conform to the message header definitions in document C/S
A.002 used by MCCs to send messages to other MCCs. The message header provides message accounting
information, including sender identification, destination identification, message type identification,
transmission time, and unique message number.

Line 1 of this header provides the current (Curr#) and original (Orig#) message numbers for this message
to the RCC. The current message number is sequential per destination (RCC) to enable message tracking
by RCCs. (Thus, an RCC that received message number “00005 followed by message number “00007”
would know to request message number “00006.””) The original message number is zero unless the
message is a retransmission of a previous message sent to the same RCC. The message source (Srce) is
always 3660, which identifies the USMCC. The message transmission time (YY DDD HHMM) contains
the Year (YY), day of the year (DDD), and hour (HH) and minutes (MM) of the day. This time is in Zulu
or Coordinated Universal Time (UTC), as are all other times on the RCC message.

Line 2 of the message header contains a numeric identifier for the message type, the SIT, as defined in
Table 2.1. An alphanumeric identifier for the message destination (Dest) is also provided. Annex 7 lists
message destination identification codes for RCCs and SPOCs on RCC alert messages sent from the
USMCC.

Messages sent to US Air Force (USAF) RCCs (including the AFRCC and the AKRCC) contain an
additional line after Line 2 of the message header that contains the Site ID (format SITE ID: NNNNN, as
described in section 3.2.1.2); this additional line is provided to allow the Site ID to be identified by USAF
personnel when the message is received via AFTN/AISR without having to open the message.

Message Title Special Information is only included when the 406 MHz beacon message is unreliable (see
section 2.1.4), when the beacon type is Ship Security (see section 2.1.5) or when the beacon is associated
with certain national programs (see Annex 8). The Message Name (as defined in Table 2.1) corresponds
to the message type.
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Table 3.1.1: Message Header Format

/Curr# Orig#/Srce/YY DDD HHMM
/SIT/Dest

[Message Title Special Information]

***% Message Name ****

In the following example (Table 3.1.2), message 17127 was sent by the USMCC to the AFRCC (Dest=
366S) at 0939 UTC on 27 September 2022. The message type is a “406 BEACON INITIAL LOCATED

ALERT,” and the SIT number is 171. Note that the same message type (title) may occur on a SIT 174
message.

Table 3.1.2: Message Header Sample (Non-SSAS Beacon)

/17127 00000/3660/22 270 0939
/171/366S

*#%% 406 BEACON INITIAL LOCATED ALERT **#*

The following example (Table 3.1.3) contains an additional message title that indicates that an SSAS
beacon was activated.

Table 3.1.3: Message Header Sample (SSAS Beacon)

/17111 00000/3660/22 273 1239
/171/CGOP

w#xx 406 BEACON INITIAL LOCATED ALERT *#*%*%*

Table 3.1.4 contains an additional message title that indicates that an ELT(DT) beacon was activated.

Table 3.1.4: Message Header Sample (ELT(DT))

/13491 00000/3660/22 121 1239
/371/366S

“I1! DISTRESS TRACKING ELT !!!

w#%% 406 BEACON INITIAL LOCATED ALERT *#*%*%*
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3.2 Alert Data Block

As outlined in Tables 3.2.1.a (FGB) and 3.2.1.b (SGB), the alert data block has the following the
structure:

1) The Beacon ID/Site ID Header is always present. The Beacon ID is 15 hexadecimal digits for an

FGB or 23 hexadecimal digits for an SGB, as discussed below.

2) Information on Site Closure is only present on SIT 176 messages (FGBs) and SIT 376 messages

(SGBs).

3) The MCC Reference Position Summary is only present when position is confirmed (i.e., when two

positions from independent sources match within 20 km).

4) New Alert or Missed Detection/Site Closure Information is always present. It provides the new
alert or missed detection/site closure information that caused the message to be generated. Missed

Detection/Site Closure information is specific to the SIT 176 and SIT 376 messages.

Table 3.2.1.a: FGB Alert Data Block Structure

BEACON ID: XXXXX XXXXX XXXXX SITE ID: NNNNN
[SITE CLOSURE DATA]
[MCC REFERENCE POSITION SUMMARY]

[NEW ALERT OR MISSED DETECTION INFORMATION]

Table 3.2.1.b: SGB Alert Data Block Structure

BEACON ID: XXXXXX XXXXXX XXXXXX XXXXX  SITE ID: NNNNN
[SITE CLOSURE DATA]
[MCC REFERENCE POSITION SUMMARY]

[NEW ALERT OR MISSED DETECTION INFORMATION]

Table 3.2.2 provides a sample alert data block where position is not confirmed for an FGB.

Table 3.2.2: Alert Data Block Sample (Position Not Confirmed)

BEACON ID: ADCDO 21DDC C2001 SITE ID: 65533
***x DETECTION TIME AND POSITIONS FOR THE BEACON ****
PROB EE SOL LATITUDE LONGITUDE DETECT TIME SAT NUM SOURCE SRR /BUFFER/BUFF 2

53 N/A A 35 25.2N 076 36.4w 27 093725 SEP S13 006 CMCC AFRCC
47 N/A B 31 42.7N 058 40.0w 27 093725 SEP S13 006 CMCC LANTAR
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Table 3.2.3 provides a sample alert data block for an alert that enabled the position to be confirmed (i.e., if
the SIT number is 174) or enabled a confirmed position to be updated (i.e., if the SIT number is 175). The
presence of the “MCC REFERENCE POSITION” indicates that the position is confirmed (i.e., when two
positions from independent sources match within 20 km).

Table 3.2.3: Alert Data Block Sample (Position Confirmed)

BEACON ID: ADCDO 21DDC C0801 SITE ID: 73531
**** MCC REFERENCE POSITION ***x*

LATITUDE LONGITUDE DURATION SRR /BUFFER/BUFF_ 2
38 45.5N 076 56.9W 001.5 HRS AFRCC

***xx NEW ALERT INFORMATION ***x*

PROB EE SOL LATITUDE LONGITUDE DETECT TIME SAT NUM SOURCE
N/A 011 D 38 43.2N 076 52.3W 17 054513 FEB MEO 004 FL1

3.2.1 Beacon ID/Site ID Header

3.2.1.1 BEACONID

The BEACON ID is a hexadecimal code that identifies the 406 MHz FGB (15-hex) or a 406 MHz SGB
(23-hex). The BEACON ID corresponds to bits 26 to 85 of the 406 MHz message transmitted by the
FGB, as described in document C/S T.001. For location protocol FGBs, the bits of the BEACON ID that
contain location are defaulted so that the same BEACON ID is referenced regardless of its encoded
position. For SGBs, the bits that contain location are separate from the bits that contain the 23-character
hexadecimal ID, so the BEACON ID for an SGB does not contain default values. Some information
provided in the Beacon Decode section of the RCC message is not available in the 15-hex ID portion of
the FGB messages or the 23-hex ID portion of the SGB message.

The BEACON ID is used to reference USMCC registration data for the beacon. The BEACON ID is
useful in discussing a SAR case with another SAR agency, especially when the other SAR agency does
not receive alert messages from the USMCC since the SITE ID (see section 3.2.1.2) is specific to the
USMCC. A sample data line containing the 23-character SGB ID is provided below.

BEACON ID: 123456 789ABC 123456 12345 SITE ID: 98592

3.2.1.2 SITEID

The SITE ID is a five-digit number generated by the USMCC that identifies all messages for an activated
beacon. It may be used to discuss the beacon activation with personnel at the USMCC or with other USA
RCCs or USA SPOCs that have received alert messages from the USMCC for the beacon activation. The
five-digit SITE ID is assigned sequentially, and wraps around after the maximum value 99999 is
assigned; e.g., after SITE ID 99999 is assigned, the next values would be 00000 and 00001. When the
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USMCC Incident History Database (IHDB) is accessed, refer to the detect time to ensure that the
appropriate IHDB case is being referenced for a specific SITE ID.

3.2.1.3 Site Closure Information

This information is only present on SIT 176 and SIT 376 messages. It indicates whether the site is open or
closed, and if closed, the reason for closure. The SIT 176 and SIT 376 messages are described further in
section 4.7.

3.2.2 Position Confirmation and MCC Reference Position Summary

3.2.2.1 Position Confirmation

Position confirmation is the process by which the MCC attempts to determine the actual beacon position.
Position confirmation is achieved when two positions for a beacon from independent sources match
within 20 kilometers, as specified in document C/S A.001. Two locations are independent if they are two
different types of location, or for two Doppler locations or for two DOA locations, if they are derived
from different beacon events, as outlined in Table 3.2.4.

Table 3.2.4: Determining if Two Locations for a Beacon are Independent

Location
Type Encoded Doppler DOA
Encoded No Yes Yes
Doppler Yes Different satellites or time (TCA)
difference of at least 20 minutes* Yes
DOA Yes Yes a) Each satellite set has a unique satellite and

there is at least a 2-second time separation in
some portion of the time period associated
with each DOA position, or

b) the last detect time for the two DOA alerts
differs by at least 30 minutes

*Two pairs of Doppler locations are not independent if each Doppler location matches a Doppler location in the other
solution; see “406 Beacon Unresolved Doppler Position Match” in Table 2.1.

Note that the independence of two encoded locations cannot be determined as the two encoded locations
come from the same source, i.e., the GNSS unit on or attached to the beacon. In addition, position is never
confirmed for ELT(DT)s; since ELT(DT)s are assumed to be fast-moving, it is assumed that the “real”
beacon position is continually changing.

The MCC Reference Position provided by the MCC is an estimate of the actual beacon position based on
data available to the MCC, and should not be assumed to be the actual beacon position. While the MCC
Reference Position computed by the MCC generally corresponds to the actual beacon location within 20
km, the actual beacon position (as determined by SAR personnel) may differ from the MCC Reference
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Position reported by the MCC, due to poor (but matching) location data being provided to the MCC or
because the beacon moved significantly after position data was provided to the MCC. The MCC estimate
of the beacon position is provided with the title “MCC REFERENCE POSITION” to discourage SAR
personnel from assuming that this position is known to be the actual beacon position.

3.2.2.2 MCC Reference Position Summary
This information is only present when position is confirmed. See the sample in Table 3.2.3.
3.2.2.2.1 MCC Reference Position

The MCC Reference Position LATITUDE (DD MM.T H) is provided in degrees (DD), minutes (MM),
tenths of a minute (T), and hemisphere (N=north, S=south). The MCC Reference Position LONGITUDE
(DDD MM.T H) is provided in degrees (DDD), minutes (MM), tenths of a minute (T), and hemisphere
(E=east, W=west). Since the MCC Reference Position is a weighted average of multiple positions that
may be calculated at different times, it may not reflect the current beacon position.

The USMCC computes the MCC Reference Position using matching encoded, DOA, and Doppler
position data, and weighs this position data based on various quality factors. For an FGB, a refined
encoded position is given more weight than a coarse encoded position. The weight of a DOA position is
based on the expected horizontal error computed by the MEOLUT (described in section 3.2.3.2) if this
value is available; if the expected horizontal error is not available, the weight of a DOA position is based
on associated factors that include the number of beacon bursts, the number of satellites that detected the
beacon, and satellite geometry (where a large spread of satellite positions is better). The weight of a
Doppler position is based on the number of beacon bursts, satellite geometry, the reliability of beacon
frequency measurements, and the impact of recent satellite maneuvers, consistent with how these factors
are used to determine that a Doppler position may be inaccurate or suspect (see section 3.2.5.1).

The MCC Reference Position only includes recent positions (where the detect time is within the last hour,
normally), which makes it more likely that the MCC Reference Position will maintain proximity to the
position of a moving beacon. If the USMCC determines that new positions are consistently in conflict
with the previously computed MCC Reference Position and the MCC Reference Position stops getting
updated with recent position data, then the USMCC will attempt to re-compute (re-establish) the MCC
Reference Position based on recent matching position data. Note that the algorithm to re-establish the
MCC Reference Position is only designed to handle slow-moving beacons (e.g., beacons drifting in the
ocean), not fast-moving beacons (e.g., aircraft in flight). When a new solution is used to re-establish the
MCC Reference Position, the distance between matching positions may exceed 20 km; the 20-km
threshold is otherwise used to determine if positions match or are in conflict, both before and after
position confirmation. To better determine the current position in cases where the beacon is moving,
view (or plot) the positions and detect times from the individual alert messages.
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When the USMCC re-establishes the MCC Reference Position, as described above, a warning for an FGB
is provided in the SIT 175 alert message, as described in section 3.2.3.10. Similar information is provided
for an SGB in the SIT 375 message.

3.2.2.2.2 Duration, SRR, and BUFFER

The DURATION is the period of time the beacon has been active, based on the difference between the
earliest and most recent detect times. The DURATION takes into account the time of the last beacon burst
for a MEOSAR alert, which may differ from the time of the first beacon burst. The SRR is the primary
SRR of the first alert associated with the MCC Reference Position (see Table 3.2.5). More information on
the SRR and BUFFER(s) is provided in section 3.2.3.9.

Table 3.2.5: Sample MCC Reference Position Summary

***x MCC REFERENCE POSITION ***x*

LATITUDE LONGITUDE DURATION SRR /BUFFER/BUFF 2
38 45.5N 076 56.9W 001.5 HRS AFRCC

3.2.3 Solution Data Line (New Alert Data)

A data solution line contains information about a DOA position, an “A” side Doppler solution, a “B” side
Doppler solution, and an encoded location or an unlocated alert, as described in this section. Solution data
lines are provided for new solutions (per Table 3.2.6) and for previous solutions (see section 3.5.3). Once

position has been confirmed, solution data lines in the Previous Message Information are not provided for
an image (incorrect) Doppler location when the associated Doppler location matches the MCC Reference

Position.

Table 3.2.6: Sample Solution Data Line (New Solution)

***x DETECTION TIME AND POSITIONS FOR THE BEACON ****

PROB EE SOL LATITUDE LONGITUDE DETECT TIME SAT NUM SOURCE SRR /BUFFER/BUFF 2
N/A 007 D 08 29.2N 135 58.9E 18 130219 FEB MEO 004 VNMCC MARSEC

3.2.3.1 Probability (PROB)

The PROB field indicates the probability that the associated Doppler (A or B) position is the real position.
Of the two positions generated by Doppler location processing, the “A” position is by definition the
position that has the higher probability of being real. The values for PROB range from 50 to 99 for the
“A” side and from 01 to 50 for the “B” side. While the solution with the higher probability is more likely
to be the real position, even the highest reported probability (99) does not guarantee that the associated
position is the real position. An “A” side location with a higher probability tends to be more accurate; for
example, an “A” side location with a 95% probability is likely to be more accurate than an “A” side
location with a 55% probability.
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If the Doppler location is computed using two LEOSAR detections (bursts) and GEOSAR frequency data,
then field PROB is set to 50 and field NUM is set to 2.

For solutions without Doppler location, field PROB has no meaning and is listed as “N/A”.

3.2.3.2 DOA Position Expected Error (EE)

The Expected Horizontal Error (EHE) is the radius of the circle that is centered on the estimated DOA
location and contains the true location with a probability of 95 £+ 2 %, per document C/S T.019
(MEOLUT Performance Requirements). The EHE is a value between 000.00 and 999.99 km (reported by
MEOLUT in kilometers, but displayed on the RCC message in nautical miles) and provides an indication
of the accuracy of the DOA location. The EE field on the RCC message provides the EHE of the DOA
position in nautical miles (NM). If the EHE has the default value of 000.00, the accuracy is UNKNOWN.
If the EHE is greater than 277.8 km (150 NM), the accuracy is shown as “999.99,” which means OVER
150 NM.

In a message sent to a USCG RCC or US SPOC, the EHE is only provided in the EE field if the
MEOLUT is commissioned to provide the EHE reliably; otherwise, the EE field is set to “N/A”. The
reason for filtering the EHE value is that the value is often unreliable (i.e., too small relative to the actual
DOA position error) when the beacon is moving (e.g., drifting at sea) and the MEOLUT is not
commissioned to provide this information. Analysis also indicates that the DOA position is not as
accurate for moving beacons as it is for static beacons. C/S MEOLUT providers are working to improve
the DOA position accuracy and expected error reliability for moving beacons. The C/S website link for
“MEOLUT Configuration” (column “DOA & EHE”) indicates which MEOLUTSs are commissioned to
provide DOA locations and EHE per document C/S T.019 requirements (including accuracy requirements
for slow-moving beacons).

Available EHE is always provided in the EE field to US Air Force destinations.

3.2.3.3 Solution (SOL)

The SOL field indicates whether the data line is associated with the “A” position (the Doppler position
with the higher probability of being real), the “B” position (the Doppler position with the lower
probability of being real), the “D” (DOA) position, or the “E” position (position encoded in the 406 MHz
beacon message). For solutions with no position, SOL is listed as “U” (Unlocated).

3.2.3.4 Encoded (GNSS) Location Precision, Resolution, and Uncertainty

The precision on an FGB encoded location provided on alert messages depends on the beacon protocol
and the reliability of the two error protected components of the 406 MHz beacon message. If the first
error protected data field (PDF-1) for an FGB message is unreliable, the second error protected data field
(PDF-2) for an FGB ELT(DT) message is unreliable, or a component of the fixed (non-rotating) portion
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of the SGB message is unreliable, then the entire 406 MHz beacon message is unreliable (per section
2.1.4) and no portion of the beacon message is usable, including the encoded location.

If the first error protected data field (PDF-1) is reliable and the second error protected data field (PDF-2)
is unreliable for an FGB then only the portion of the encoded location that is contained in PDF-1 is
usable. If encoded location data in PDF-1 is usable, but the encoded location “offset” in PDF-2 is not
usable, then the encoded location is deemed “coarse.” If encoded location data is usable in both PDF-1
and PDF-2, then the encoded location is deemed “refined.” The distinction between coarse and refined is
not relevant for an SGB-encoded position since SGBs do not contain separate error protected data fields.

Table 3.2.7 provides the resolution and the uncertainty of encoded location, based on beacon protocol and
the reliability of the 406 MHz FGB message. This table also provides the corresponding value in the
“POSITION RESOLUTION?” field, as described in section 3.3.1. User protocol beacons that are not
national use seldom contain encoded location and only provide encoded location information in PDF-2.

The uncertainty of the encoded position is the maximum difference between the GNSS position processed
by the beacon, and the encoded position transmitted to the RCC, per C/S documents T.001 and T.018. All
beacons are required to round off (i.e., not truncate) latitude and longitude data to the available resolution.
As a result, if both PDF-1 and PDF-2 for a FGB are usable, then the uncertainty of the encoded position is
half the resolution, as shown in Table 3.2.7. The encoded position uncertainty for Return Link Service
(RLS) beacons with only PDF-1 usable is half the resolution available in PDF-1, because all available
resolution is provided in PDF-1.

However, some standard and national location protocol FGBs are coded using an older methodology, in
which:

a) the encoded position value in PDF-1 remains the same as long as it is possible for the refined
encoded position (which contains an encoded position offset in PDF-2) to be precise within 2
seconds, and

b) the encoded position offset provided in PDF-2 may exceed the resolution in PDF-1.

When only PDF-1 is usable for beacons employing this older methodology, the encoded position
uncertainty is greater than the resolution available in PDF-1, as shown in Table 3.2.7. If it is known that a
standard or national location protocol FGB is coded with a newer methodology in which all bits available
in PDF-1 are always set to be as close as possible to the actual position, then the actual uncertainty is 7
minutes 30 seconds or 1 minute, respectively.

The encoded position uncertainty reported in Table 3.2.7 is for one component (latitude or longitude) and

does not take into account that the actual uncertainty includes the uncertainty of both latitude and
longitude. For a beacon located at the equator (where a degree of latitude and a degree of longitude each
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correspond to a distance of about 111 km), the maximum uncertainty is about 1.41 times the uncertainty
reported in the table. In general:

Maximum Uncertainty = SquareRoot of ((LatitudeUncertainty* LatitudeUncertainty) +
(LongitudeUncertainty * LongitudeUncertainty)).

For standard, national location, Return Link Service, and ELT(DT) protocol FGBs, the precision (or
resolution) of the refined location (i.e., latitude and longitude) is 4 seconds (1 fifteenth of a minute), as
shown in Table 3.2.7. This means that a refined encoded location for these protocols has more precision
than a tenth of a minute but less precision than a hundredth of a minute. Note that coarse encoded location
has less precision than 4 seconds.

Table 3.2.7: Resolution and Uncertainty of Encoded (i.e., GNSS) Location Based on Beacon
Protocol and Message Reliability

Only PDF-1 usable in FGB (Value in “POSITION PDF-1 & PDF-2 usable in FGB, or SGB
Beacon RESOLUTION?” field) (Value in “POSITION RESOLUTION”
Protocol Uncertainty* field) Uncertainty*
Standard 15 minutes (at 45 degrees latitude, equals 10.6 nm 4 seconds
Location longitude and 15.0 nm latitude) (4 SECONDS)
(FGB) (15 MINUTES) Uncertainty: 2 seconds
Uncertainty: 30 minutes (7 minutes 30 seconds if
newer coding methodology used)
National 2 minutes (at 45 degrees latitude, equals 1.4 nm 4 seconds
Location longitude and 2.0 nm latitude) (4 SECONDS)
(FGB) (2 MINUTES) Uncertainty: 2 seconds
Uncertainty: 4 minutes (1 minute if newer coding
methodology used)
Return Link | 30 minutes (at 45 degrees latitude, equals 21.2 nm 4 seconds
Service**, longitude and 30.0 nm latitude) (4 SECONDS)
ELT(DT)*** | (30 MINUTES) Uncertainty: 2 seconds
(FGB) Uncertainty: 15 minutes
User - not Encoded location not available 4 minutes
National (NONE) (4 MINUTES)
(FGB) Uncertainty: 2 minutes
FGB User— | 1 degree latitude, 15 degrees longitude 2 seconds
National (1 DEG LAT, 15 DEG LONG) (2 SECONDS)
(CSEL) Uncertainty: 1 second
FGB User — | 1 degree 2 seconds
National (1 DEGREE) (2 SECONDS)
(SEPIRB) Uncertainty: 1 second
SGB PDF-1 is not applicable 10 meters
(18 METERS)
Uncertainty: 10 meters

*The uncertainty is reported for either latitude or longitude. Taking into account latitude and longitude together, the
maximum uncertainty is about 1.41 the value reported in the table.
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**Return Link Service (RLS) beacons provide return link information from ground stations via satellites to the beacon.
Operational use is permitted for specific RLS beacon models approved for operational use, as documented at
https.//www.cospas-sarsat.int/en/beacons-pro/experts-beacon-information/approved-beacon-models-tacs.

***Distress Tracking ELTs (ELT(DT)s) are expected to become operational in early 2023.

The possible values for the FGB encoded location, only available in 4-second intervals, are shown in
Table 3.2.8. Values not included in this table for hundredths of a minute (such as .01, .02, and .03) do not
occur in the encoded location for the standard and national location protocols. Additional values are
possible for USA National User (CSEL and SEPIRB) protocols, which have precision of 2 seconds.

Table 3.2.8: Possible Values for the Encoded Location in Standard, National, RLS, and ELT(DT)
Location Protocol FGBs (4-second interval vs. hundredths of a minute)

Encoded Hundredths
Seconds of a Minute

0 .00

4 .07

8 13

12 .20

16 27

20 33

24 40

28 47

32 .53

36 .60

40 .67

44 .73

48 .80

52 .87

56 .93

For SGBs, the encoded position resolution is always reported as 18 meters, corresponding to an
uncertainty of 9 to 10 meters. While a resolution of 3.4 meters is encoded in the SGB message, the
encoded position is reported on the RCC message with a precision of hundreds of a minute (e.g., latitude
34 39.75N), which means that the position must change by about 18 meters (e.g., to latitude 34 39.76N)
for the difference to be visible on the RCC message.

For both FGBs and SGBs, the encoded position uncertainty is reported in SIT 185 messages per document
C/S A.002, whereas the encoded position resolution is reported in RCC formatted messages.

All ELT(DT)s are required to have a GNSS capability. A DOA location is only provided for an ELT(DT)

if the MEOLUT is commissioned to provide DOA location for fast-moving beacons, and the GNSS
location is normally considered the primary location data for an ELT(DT).
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3.2.3.4.1 Latitude

The LATITUDE (DD MM.t H) of the Doppler and DOA location is provided in degrees (DD), minutes
(MM)), tenths of a minute (t) and hemisphere (N=north, S=south). The LATITUDE (DD MM.hh H) of the
encoded location is provided in degrees (DD), minutes (MM), hundredths of a minute (hh) and
hemisphere (N=north, S=south). For solutions with no position, the LATITUDE is listed as “N/A”.
Encoded location precision is further described in section 3.2.3.4.

3.2.3.4.2 Longitude

The LONGITUDE (DDD MM.t H) of the Doppler and DOA location is provided in degrees (DDD),
minutes (MM), tenths of a minute (t) and hemisphere (E=east, W=west). The LONGITUDE (DDD
MM.hh H) of the encoded location is provided in degrees (DDD), minutes (MM), hundredths of a minute
(hh) and hemisphere (E=east, W=west). For solutions with no position, the LONGITUDE is listed as
“N/A.” Encoded location precision is further described in section 3.2.3.4.

3.2.3.5 Detect Time

The DETECT TIME format is DD HHMMSS MON, where DD is the day of month, HHMMSS is hour,
minute, and seconds of the day in Zulu time (UTC), and MON is the month of the year. The DETECT
TIME is truncated at seconds.

For MEOSAR alerts, the DETECT TIME is the time that a satellite last detected the beacon for the alert;
the first detect time for MEOSAR alerts is provided in field FIRST DETECT TIME (per section 3.2.4.2)
and is earlier than the time that a satellite last detected the beacon in a MEOSAR alert derived from
multiple beacon bursts. If the (last) DETECT TIME matches the FIRST DETECT TIME, the solution is
from a single beacon burst. Note that the first DOA location provided for an alert site is usually from a
single burst, since the MEOLUT and MCC are required to report usable DOA positions as soon as they
are available. Information on the accuracy of DOA positions for single burst and multiple burst solutions
is provided in section 3.2.5.2.

For Doppler solutions, the DETECT TIME is the TCA of the satellite to the beacon. The TCA is
computed at the ground station (LEOLUT), and may differ from the detect time of the individual 406
MHz beacon bursts received at the satellite by as much as 8 — 10 minutes; for a Doppler solution
computed and sent to the MCC in near real-time, it is possible for the RCC to receive the alert message
prior to the computed TCA.

For non-Doppler solutions from LEOLUTs, the DETECT TIME is the time that the satellite last detected
the beacon for the alert. For solutions from GEOLUTs, the DETECT TIME is the time that the satellite
first detected the beacon for the alert. GEOLUTS report the first detect time for each alert so that the time
of beacon activation is more accurately provided for a rapidly moving beacon (e.g., in the event of an
aircraft crash).
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3.2.3.5.1 Detect Time and Encoded Position Updates

The DETECT TIME for encoded position is the time associated with the satellite detection, as described
in section 3.2.3.5. It does not directly indicate the time that the encoded position was updated in the
beacon; however, a change in the FGB refined encoded position indicates that the update occurred since
the detect time for the previous refined encoded position. Note that a change in a refined encoded position
compared to a previous coarse encoded position does not imply that the position encoded in the FGB
message has been updated, but may merely mean that the satellite and LUT have now succeeded in
decoding all position data in the beacon message. In accordance with document C/S T.001:

1) the encoded position may be updated as frequently as every 5 minutes and
2) the encoded position should be cleared if it is not updated within 4 hours.

An FGB that is designed to update its encoded position frequently (e.g., every 5 or 20 minutes) may fail
to update the position to precisely reflect the new beacon position because the beacon is unable to obtain
sufficient satellite data to compute a new position. This may occur because the beacon’s view of the sky is
obstructed (e.g., by its associated vessel, tree cover, or a canyon wall).

Newer beacons (i.e., beacons first submitted for C/S type approval after I November 2015) with an
internal navigation device may provide encoded position updates less frequently as time passes after
beacon activation; e.g., only every 15 minutes once the beacon has obtained an encoded position or has
been active for 10 minutes, per document C/S T.001. This means that the encoded position may not keep
up with the actual position in a timely manner. The rationale for less frequent updates over time is to
preserve battery life in case SAR is not complete soon after beacon activation.

SGBs provide the time of the encoded position update. This time is provided with seconds of the minute
in the beacon decode section of the RCC message.

3.2.3.6 Satellite (SAT) and Number of Detections (NUM)

The satellite field (SAT) provides information about the satellite(s) that detected the beacon and contains
three characters. For MEOSAR alerts, this field is set to “MEO” because MEOSAR alerts are normally
generated from detections from multiple satellites.

For LEOSAR and GEOSAR alerts, the first character identifies the type of satellite, as described in
Table 3.2.9. The remaining two digits are the satellite number. Doppler location can only be generated
from beacon burst data received from COSPAS and SARSAT satellites, which are polar orbiting. On
occasion, Doppler location may not be generated for beacons detected by LEOSAR (polar-orbiting)
satellites, because too few usable beacon bursts were detected.
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Table 3.2.9: LEOSAR/GEOSAR Satellite Type Description

Prefix Satellite Type

SARSAT (US/Canada/France) low-earth orbiting
COSPAS (Russia) low-earth orbiting

GOES (US) geostationary satellite

MSG (Europe) geostationary satellite

INSAT (India) geostationary satellite
ELEKTRO/LUCH (Russia) geostationary satellite

== Z|QlOlwn

For MEOSAR alerts, field NUM is set to the number of detections (packets) for which data was used to
generate the alert, where each beacon burst received through one antenna is counted as a separate
detection or packet. (For example, if two beacon bursts are each received from two antennas, the number
of detections is 4.) The field is set to “N/A” for MEOSAR alerts when no data is available. If the number
of detections exceeds 99, then NUM is reported as 99.

For LEOSAR and GEOSAR alerts, field NUM is usually set to the number of detections (beacon bursts)
used to generate the alert. However, for some GEOLUTs, NUM may include bursts processed with
previous alerts and may be as high as 121.

If NUM is 1 for the first alert for an alert site, then the alert may be suspect (i.e., not correspond to a
transmission from the beacon with the reported beacon ID). The USMCC identifies a suspect (i.e.,
“uncorroborated”) MEOSAR alert based on a single detection, as described in section 3.2.7.

While a LEOSAR or GEOSAR alert with a single detection (i.e., NUM = 1) may also be suspect (i.e., not
correspond to a transmission from the beacon with the reported beacon ID), the USMCC does not have
rules to identify LEOSAR or GEOSAR alert as suspect ("uncorroborated”) based on a single detection.
However, as is the case for MEOSAR single detection alerts, corroborating information can be used to
investigate single detection LEOSAR and GEOSAR alert, as described in section 3.2.7.

If NUM is 2 on a Doppler alert, then the Doppler location was computed using two LEOSAR bursts and
GEOSAR frequency data, and the probability (PROB) is set to 50 (50%).

3.2.3.7 Data Source (SOURCE)

The SOURCE indicates the ground station or LUT that ingested the satellite data. If the source is a USA

LUT, then the LUT name is provided per Annex 2. If the source is not a USA LUT, then the name of the
MCC associated with the LUT is provided per Annex 3. “N/A” indicates that the name of the data source
is not known.
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3.2.3.8 Search and Rescue Region (SRR) and BUFFER(s)

The SRR, BUFFER, and BUFF 2 are only provided on the new data solution line prior to position
confirmation. After position confirmation, these fields are provided in the MCC Reference Position
Summary, not on the new data solution line.

Collectively, these fields provide information about which SRRs are responsible for the SAR response.
While the order of SRRs (when there is more than one SRR) provides some technical information, as
described in this section, the order of the listed SRRs does not indicate which SRR has the lead role in
coordinating the SAR response, and all message destinations should coordinate to ensure that a proper
SAR response occurs.

For a located alert, the SRR is the primary SRR in which the alert is located, based on USMCC Geosort
configuration for the location reported in the alert message. The USMCC Geosort is further described in
section 3.2.3.8.1. If two or more SRRs apply, then the BUFFER and BUFF 2 are the second and third
SRRs in which the alert is located, respectively, which may be either buffers to the primary SRR or
overlaps of the primary SRR.

The assignment of buffer SRRs (further described below in this section) helps to ensure that the
responsible SRR is notified of the distress alert, and takes into account the following uncertainties in the
assignment of SRRs:

a) the Geosort configured in the USMCC may not precisely align with the actual SRR border
when the border is defined by a geographical boundary (e.g., a jagged coast line) and the
reported location is near an SRR boundary, and

b) the location reported in the alert message contains an inherent error that may cause the
assigned SRR to differ from the SRR of the actual beacon location in cases where the reported
location is near an SRR boundary (e.g., the reported location is in a bay that is a few
kilometers from land).

If an alert is located in the primary or buffer SRR of additional (i.e., more than three) SRRs, these
additional SRRs will not be listed here, but the message will be routed to all SRRs (message destinations)
as appropriate. SRR names (primary and alternate) are provided on the data solution line per Annex 7.

If the SRR name per Annex 7 exceeds 6 characters, then the value on the data solution line is limited to 6
characters.

For alerts located in the Canadian SRR, the SRR name for the associated Canadian RCC is provided.
When the CMCC is operational, the USMCC sends all alerts located in the Canadian SRR to the CMCC.
During a backup of the CMCC, the USMCC sends alerts located in the Canadian SRR to the associated
Canadian RCC. The USMCC sends messages to Canadian RCCs in SARMaster format, as described in
Annex 10.
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If an alert is located outside of the SRR of the Canadian MCC (CMCC), the Bermuda SPOC, the
COCESNA SPOC, the Dominican Republic SPOC, or any USA RCC, but within 50 km of its SRR
boundary, then the USMCC designates the alert to be in the buffer for that SRR. In addition, the USMCC
assigns a buffer SRR for other USA SPOCs and Canadian RCCs per Table 3.2.10. Note that the 348-km
buffer distance for SPOCs with USA RCCs is based on the 200-nautical mile U.S. exclusive economic
zone (EEZ). Otherwise, buffer SRRs are not designated for MCCs or SPOCs.

As agreed by the USAF and USCG, if an alert for an EPIRB is located in the AFRCC SRR and in the 50-
km buffer of a USCG SRR, then the USCG SRR is listed as the primary SRR and the AFRCC SRR is

removed from the SRR list for that location.

Table 3.2.10: SRR Buffers for Other USA SPOCs and Canadian RCCs

Buffer

Primary SRR Buffer SRR Distance (km)
Halifax Quebec City 25
Trenton Quebec City 25
Trenton Halifax 50
Trenton Victoria 50
Halifax Trenton 50
Victoria Trenton 50
Belize CGDO07 348
Costa Rica CGDO07 348
Guatemala CGDO07 348
Guatemala PacArea 348
Honduras CGDO07 348
Mexico SPOC PacArea 348
Mexico SPOC Mexico Telecom. 50
Mexico Telecom. Mexico SPOC 50
Nicaragua CGDO07 348
Nicaragua PacArea 348
Panama CGDO07 348
Panama PacArea 348
El Salvador PacArea 348

3.2.3.8.1 USMCC Geosort

The USMCC Geosort is a collection of geographical SRRs configured in the USMCC that is used to
distribute alerts to US RCCs, US SPOCs and other MCCs based on geographical location.

The USMCC Geosort for MCCs is based on SRR information provided by the C/S Secretariat, as declared
by national administrations that operate C/S MCCs that distribute alerts to SPOCs within their respective
service areas (i.e., SRRs). As described in document C/S P.011, if adjacent MCCs do not agree on
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common boundaries for their respective service areas, then overlapping service areas are implemented by
national administrations.

For US RCCs and US SPOC:s (i.e., for SRRs in the USMCC service area), the USMCC Geosort is based
on boundaries specified by (and coordinated by) the USCG, the USAF, and US SPOC:s.

SRR boundaries specified in the USMCC and in other MCCs are ultimately based on boundaries defined
and coordinated by the International Maritime Organization (IMO) and/or the International Civil Aviation
Organization (ICAQO). While boundaries defined by IMO and ICAO generally align, when this is not true,
nations usually implement overlapping SRRs to help ensure that an adequate SAR response occurs for all
located distress alerts.

3.2.3.8.2 Alert Data Distribution Procedures

The SRR and BUFFER fields are set based on reported position, the country or region coded in the 406
MHz beacon message, and USMCC alert data distribution procedures. USMCC alert data distribution
procedures are described below.

As referenced in the alert data distribution procedures in this section, a beacon is USA coded if beacon
registration information is maintained by the USA for the associated country or region coded in the 406
MHz beacon message. Table 3.2.11 lists the country/region codes for which beacon registration is
maintained in the RGDB, as provided on the C/S Contact Lists web page (select “406 MHz Beacon
Registries”). This table also lists destinations for unlocated alerts, NOCRs, and SSAS alerts for USA-
coded beacons. During a backup of the USMCC, the CMCC distributes corresponding alerts to the
destination(s) as listed in the table, except that the CMCC send NOCRs and unlocated alerts to the
AFRCC where “US RCC” is listed.

a) All alerts for SSAS beacons are routed to a designated competent authority per country, which usually
differs from the destination per country for non-SSAS alerts. SSAS alerts are not distributed based on
location. Contact information for designated Competent Authorities is maintained by the associated
MCC based on information provided by IMO and is not provided on the C/S website. The destination
for SSAS alerts for non-USA-coded beacons associated with countries in the USA service area is
provided in Annex 14.

b) For USA-coded SSAS beacons, all alerts are sent solely to the destinations (SRRs) as specified in
Table 3.2.11. See section 2.1.3.

¢) For USA-coded beacons with special routing defined (e.g., USA special program beacons), all alerts
are sent based on special routing configuration in the USMCC, where the special routing either
replaces normal routing or adds to normal routing. Alerts for certain USA special program beacons are
routed specially to the AFRCC based on agreement between the USAF and the associated special
program. See section 3.3.3 for more information about USA special programs.

When special routing is defined, this routing takes precedence over normal alert routing, which is
described below in section d.
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Table 3.2.11: USA Country/Region Codes and Associated Alert Data Destinations

Code SRR for
(RCC Message 10 Digit Name | NOCRs and
Field “Country (RCC Message | Unlocated | SRRs for SSAS
Code”) Country/Region Name | Field “Country”) Alerts* Beacon Alerts
303 Alaska ALASKA AKRCC LantArea PacArea
559 American Samoa SAMOA US AUMCC AUMCC
338 Hawaii USA US RCC** LantArea PacArea
536 Northern Mariana Islands | MARIANA IS MARSEC LantArea PacArea
358 Puerto Rico PUERTORICO SANJN LantArea PacArea
379 US Virgin Islands VIRGIN US SANIN LantArea PacArea
366 USA USA US RCC** LantArea PacArea
367 USA USA US RCC** LantArea PacArea
368 USA USA US RCC** LantArea PacArea
369 USA USA US RCC** LantArea PacArea

d)

2

* Excludes unlocated alerts for SSAS beacons.

** Distribution is based on RGDB information and beacon type, as described below. When the CMCC backs up the
USMCC, the CMCC sends NOCRs and unlocated alerts for this country code to the AFRCC. See section 2.1.6 for more
information about alert messages sent during USMCC backup.

For normal alert routing (i.e., for non-SSAS beacons and beacons that are not part of USA special
programs with replacement routing):

1. alert distribution is based primarily on beacon location

2. additional alert distribution rules are described in sections e-k below.

For USA-coded beacons, unlocated alerts and NOCRs are distributed per Table 3.2.11. Where this
table lists “US RCC” for the country code, distribution is based on RGDB information and beacon
type, as described below in section f.

For USA-coded beacons registered in the RGDB (where Table 3.2.11 indicates “US RCC” for the
country code), the destination and SRR for unlocated alerts are based on:

1. the home port (or airport) of the craft for which the beacon is registered, or

2. the owner’s home address (if the home port or home port SRR is not available).
If the relevant port or home address for a USA-registered beacon is not in the USA, then the SRR is
determined per Annex 13. If two SRRs are provided in the RGDB, then the unlocated alert is
distributed to both SRRs. If no SRR is available in the RGDB for the registered beacon, then
distribution is based on beacon type (per item f). In addition, unlocated alerts for unreliable beacon
IDs registered in the RGDB are distributed as if the beacon ID was USA coded.

For USA-coded unregistered beacons (where Table 3.2.11 indicates “US RCC” for the country code)
with a craft ID (i.e., with a vessel or aircraft ID encoded in the beacon message), the destination and
SRR for unlocated alerts is based on the beacon type: AFRCC for ELTs, ELT(DT)s and PLBs, and
PacArea for EPIRBs.
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h) For USA-coded beacons (where Table 3.2.11 indicates “US RCC” for the country code) that are
registered in the RGDB or are unregistered with a craft ID, the destination for a NOCR (associated
with a located alert) follows the same rules as for an unlocated alert, per items f and g.

1) For USA-coded unregistered beacons without a craft ID that are not part of a USA special program
with special routing, an unlocated alert is not distributed and no SRR is assigned.

j) For USA-coded unregistered beacons without a craft ID, the destination for a NOCR (associated with
a located alert) is based on beacon type, per item g.

k) For non-USA-coded beacons, the destination (and SRR) for unlocated alerts and the destination for
NOCRs is based on the country code of the beacon ID. Related contact information is provided on the
C/S Contact Lists web page (select “SPOC”) for non-SSAS beacons. The destination for unlocated
alerts and NOCRs for non-USA-coded beacons associated with countries in the USA service area is

provided in Annex 14.

While the SRR and BUFFER(s) generally indicate the message destination(s) and responsible SAR
agency, the following exceptions apply:

1) Due to space limitations on the RCC message, only three SRRs are listed per location. The Supporting
Information section of the RCC message may list message destinations for additional SRRs not identified
in “SRR/BUFFER(s)”. Note that destinations that receive an alert message based on the USMCC “echo”

capability are not identified in the Supporting Information section.

2) DOA, Doppler, or encoded location are irrelevant for SSAS beacons, since the message destination
(i.e., competent authority) for SSAS beacons is based on the country coded in the 406 MHz beacon ID.
The Message Header section of the RCC message indicates if the beacon type is “Ship Security.” Alerts
for ship security beacons normally are only sent to the competent authority. Alerts for USA ship security
beacons may be sent to other RCCs, if requested by the USA competent authority.

3) Alerts are routed specially for USA special program beacons, either in addition to normal routing or
instead of normal routing. The Beacon Decode section of the RCC message indicates if a beacon is part of
a special program, as described in section 3.3.3. Field THIS ALERT MESSAGE IS BEING SENT TO
lists the destinations to which the USMCC has sent the alert message, as described in section 3.5.2.

4) NOCR alerts are sent to the country of registration (as coded in the 406 MHz beacon ID) when an alert
with location is not located in the SRR of that country, so that the country of registration can help with the
SAR response for its citizens. Since the SRR is based on the location, the NOCR destination will not be
listed as the SRR. The SIT number (178 or 378) and message name (NOTIFICATION OF COUNTRY
OF REGISTRATION) in the Message Header indicate that an alert message is an NOCR.

Caution: If an NOCR is sent for a MEOSAR alert and the location is serviced by an L/G only capable
MCC, then the alert may not be sent to the responsible RCC, since it usually requires manual effort for an
L/G only capable MCC to distribute a MEOSAR alert to an RCC. In such a case, the USA RCC receiving
the NOCR may need to take additional action to ensure that the responsible RCC has received the alert
for a USA-coded beacon.
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A list of MCCs, including information on MCC capability is provided in Annex 3. The current list of
MCC capability is provided on C/S web site:

https://www.cospas-sarsat.int/en/system/meosar-system-status/mcc-configuration

Note that the list on C/S web site is updated more frequently than this document.

5) Once an alert message is sent to a destination for an activated beacon, that destination will receive
subsequent alerts for the alert site until position is confirmed, regardless of location. This allows message
destinations to coordinate a SAR response, as needed.

6) After position is confirmed, the destination in whose area the MCC Reference Position lies will
normally receive subsequent alerts for the alert site, regardless of the location of subsequent alerts (i.e.,
alerts sent after the alert used to confirm the beacon position). If the MCC Reference Position is not in the
SRR for the alert site, then that destination is normally removed from the distribution list after position is
confirmed, unless distribution is not based on location, as occurs for SSAS beacons (per item 2) and some
USA special program beacons may be sent to a designated destination regardless of alert location (per
item 3).

If a destination is removed from the distribution list (as evidenced by the SRR and BUFFER fields
associated with the MCC Reference Position), it may request the USMCC Controller to add it to the
distribution list for subsequent alert. For example, being added to the distribution list after position
confirmation may be valuable for an USA RCC that wants to help coordinate the SAR response for a
USA beacon with a MCC Reference Position outside of the USA SRR.

7) When the USMCC Controller manually resends an alert message to another RCC due to a request by
the RCC, the SRR on the resent message will be the same as on the initial alert.

8) If an unlocated alert is distributed to two destinations based on the presence of two SRRs in the RGDB
for the beacon, then the order of the destinations in the SRR and BUFFER fields is arbitrary. Refer to the
“PRIMARY SRR” and “SECONDARY SRR” in the Beacon Registration section to determine which
SRR (destination) is primary, based on the Home Port, Airport, or Home Address in the RGDB.

9) When position is confirmed for an RLS beacon, the new alert is sent to the MCC associated with the
RLS Provider (RLSP) for the beacon, in addition to normal distribution. As indicated in document C/S
A.001, the FMCC is the associated MCC for RLS beacons that use the Galileo (EUMETSAT) satellite
constellation to send return link information to beacons. After position confirmation, an alert is also sent
to the MCC associated with the RLSP when:

a) the beacon message indicates that the beacon has received an acknowledgement from the RLSP,
or

b) the beacon message indicates that the beacon has not received an acknowledgement from the
RLSP (after receipt of an acknowledgement from the RLSP).
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10) When an unlocated alert is sent as a Detection Update (SIT 177 or 377) to an RCC or SPOC for a site
without MCC Reference Position data, the SRR in the New Alert section is based only on the destinations
for the current alert, not the previous message destinations; the Supporting Information section contains
the previous message destinations.

11) If an alert is located outside of an SRR but within 50 km of its boundary (where 50 km is the default
buffer size in the USMCC), and no buffer area is designated for the SRR, then the SRR is listed as a
buffer (i.e., in field BUFFER or BUFF 2) but not listed as a message destination in Supporting
Information, since the alert is not sent to the SRR. For example, if an alert location is in the TTSP SRR
and within 50 km of the VZMCC SRR (which does not have a designated buffer area), then BUFFER lists
VZMCC but the alert is not sent to the VZMCC.

While no information on the RCC alert message explicitly assigns the SAR Mission Coordinator (SMC),
the RCC receiving an alert message should take action to ensure that the possible distress is resolved.

3.2.3.9 Alert Data Distribution Procedures for DOA Position

A DOA position is computed by a MEOLUT using differences in Time of Arrival (TOA) and/or
Frequency of Arrival (FOA) data from multiple MEOSAR satellites. A new alert with DOA location is
distributed when DOA location is first received. A subsequent (new) alert with DOA location is
distributed when one of the following conditions is met:

1) Before or after position confirmation for a beacon other than an ELT(DT), the new DOA location has
improved an expected (horizontal) error:
* Less than 150 NM (277.8 km),
* Atleast 2 NM (3.7 km) less than lowest previously sent DOA expected error (FGBs),
* Atleast 1.9 NM (3.5 km) less than lowest previously sent DOA expected error (SGBs), and
* At least 50% less than lowest previously sent DOA expected error.

2) The new DOA location enables position confirmation. As noted in section 3.2.2.1, position
confirmation for 2 DOA positions requires:

* Each DOA alert to include data from one satellite not included on the other alert and there is at
least a 2-second time separation in some portion of time period associated with each DOA
position or

* The last detect time for the two DOA alerts differs by at least 30 minutes.

Position can also be confirmed by DOA position, with Doppler or encoded position, as described in
section 3.2.2.1.

3) Before position confirmation, 5 minutes has expired since previous DOA alert and the time of the
latest beacon burst used to compute the new DOA position is more than 5 minutes after the time of the
latest beacon burst used to compute all previously sent DOA positions for a non-ELT(DT).

4) Before position confirmation, the new DOA position is a position conflict (vs. 20-km threshold) for a
non-ELT(DT). For an ELT(DT), a position conflict can only occur between the DOA position and
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encoded position in the same alert, since position in a previously received alert is not referenced in the
processing of a new ELT(DT) alert.

5) After position confirmation, the new DOA position matches the MCC Reference Position (vs. 20-km
threshold) and the time of the latest burst used to compute the new DOA position is at least 15
minutes from the time of the latest beacon burst used to compute each previously sent DOA position
that matched the MCC Reference Position.

6) After position confirmation, the new DOA position is a position conflict and the time of the latest
burst used to compute the new DOA position is at least 10 minutes from the time of the latest beacon
burst used to compute each previously sent DOA position conflict alert.

7) For an ELT(DT), within 30 seconds of activation, the detect (reference) time of the new alert:

a)

b)

d)

differs by at least three (3) seconds from the reference time for all previously sent alerts; or

differs by at least three (3) seconds from the reference time for all previously sent alerts with DOA
position and the new alert contains DOA position; or

differs by at least three (3) seconds from the reference time for all previously sent alerts with
refined encoded position and the new alert contains refined encoded position (FGBs only); or

differs by at least three (3) seconds from the reference time for all previously sent alerts with
encoded position and the new alert contains encoded position.

Note that DOA position will only be provided for ELT(DT)s if the MEOLUT is commissioned for
fast-moving beacon location accuracy, and that associated C/S specifications are not finalized.

8) For an ELT(DT), if an alert has been received with a more recent detect time than the most recent
detect time sent and 10 minutes have past since the previous alert was sent, then the best new solution
is sent, per the following criteria (listed from highest to lowest priority):

a)

b)

The alert with the most recent detect time and GNSS (encoded) position, if an alert is available
with GNSS position and a detect time more recent than the most recent detect time sent

The alert with the mo